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1 Introduction

I’m a musician of sorts, and on my way to give a very special performance.

“V for Vendetta”, 2006.

Accessing the Internet is as simple as plugging a cable to a given network
outlet and recently gained popularity in the wireless domain by the use of mo-
bile smart phones. There is a continuous increase in the provided capacity [39]
and the consumed bandwidth [40, 41]. This race of supply and demand triggers
the development of networking equipment supporting higher data rates as well
as new or enhanced technologies. The complexity and structure of the core net-
works, which enable this high-speed data exchange, is hidden from the users.
New and enhanced technologies are introduced to improve the utilization of the
limited physical resources, e.g., by aggregation, and need to be integrated in ex-
isting network structures. This technological evolution and the composition of
multiple technologies, like Internet Protocol (IP) routers and Ethernet switches,
lead to multi-layer networks where each technology forms an individual, logical
layer upon a physical topology usually consisting of fiber strands.

New equipment providing higher data rates usually comes along with non-
proportionally lower cost per bit as can be concluded from the ever decreas-
ing market prices for telecommunication in the last decades. Hence, network
providers suffer from a constant cost pressure enforcing a network design that is
aware of Capital Expenditures (CAPEX), i.e., the cost for the initial acquisition
of equipment, and Operational Expenditures (OPEX), i.e., the cost for the opera-
tion and maintenance of equipment. The variety of technologies and components
in a multi-layer network leads to an immense number of possible combinations
and combinatorial complexity. Therein, the deployment of the right components
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1 Introduction

at the right place is decisive for the economic success. Efficient approaches are
needed to perform parameter studies and to consider scenarios of realistic size.

Moreover, the high data rates in core networks imply an urgent need for pro-
tection mechanisms since even short outages may have severe consequences with
regard to Expected Loss of Traffic (ELT). Due to the hierarchical structure of
the considered multi-layer networks, failures in one layer often cause subsequent
failures in others, leading to so called Shared Risk Groups (SRGs), and, thus,
increase the need for resilience. Therefore, resilience constraints are laid down
in Service Level Agreements (SLAs) postulating amongst other characteristics
the availability of a service or a network element and implying penalty fees in
case of SLA violations. These resilience requirements need to be reflected in the
design of multi-layer networks and increase the complexity of this task due to
trade-offs between protection and cost-efficiency.

After the cost-aware design of a network in the construction stage, a network
operator is interested in the efficient utilization of the installed resources in its
multi-layer network. Since future traffic demands are expected to become more
and more dynamic, today’s mostly manual mechanisms to set up paths are rather
insufficient to keep up with the upcoming requirements. Instead, these resources
need to be provisioned in a fast and efficient way. The key to solve this problem is
automation of the provisioning. This can be realized by standard-compliant im-
plementations of Generalized Multi-Protocol Label Switching (GMPLS) for path
signaling and set-up in combination with Path Computation Elements (PCEs) that
calculate the paths under given constraints within seconds.

1.1 Scientific Contribution
This monograph covers three aspects of multi-layer networks. First, heuristic de-
sign principles for multi-layer networks based on a component-rich equipment
and CAPEX model are presented. Second, the requirements of resilient multi-
layer network design are integrated in the aforementioned approach. Third, an
architecture for the efficient provisioning on a previously designed multi-layer
network with dynamic traffic demands is investigated.
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1.1 Scientific Contribution

Design Resilience

Provisioning

Multi-Layer
Networks

[8]3
[7]3

[12]3,4

[11]5

[5]4,5

[9]3
[1]4

[10]3,5

[2]5 [3]5

[4]3,4,5

Figure 1.1: Contribution of this work illustrated as a classification of the research
studies conducted by the author. The notation [x]y indicates that the
scientific publication [x] is related to Chapter y of this monograph.

Figure 1.1 gives an overview of the contribution of this work. The figure shows
the three main topics of this work – design, resilience, and provisioning – which
are all understood in the context of multi-layer networks and conceptually overlap
to a certain extent. In addition, the figure comprises annotations of the form [x]y ,
which denote that scientific publication [x] contributes to Chapter y.

The first part of this work covers the design of multi-layer networks using
a detailed CAPEX model that comprises different technologies and component
types. The resulting multi-layer networks need to fulfill given traffic requirements
while being CAPEX-optimal. We present and apply models to develop efficient,
deterministic heuristics to deal with these requirements, the variety of input par-
ameters, and optimization objectives. Our heuristics prove to be a useful mean
to evaluate the roll-out of new technologies and to obtain valuable construction
blueprints for multi-layer networks. Our findings show to what extent restrictions
to certain architectures increase the overall cost. An analysis of how the heuristics
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1 Introduction

themselves impact the achieved results manifests the importance of the sequential
demand order of the considered heuristics.

The data rates provided in core networks and the structure implied by multi-
layer networks favor the occurrence of Shared Risk Groups (SRGs) that mean
fatal consequences even in case of a single failure. To prevent Expected Loss
of Traffic (ELT) and to avoid penalty fees, the introduced design strategies for
multi-layer networks are extended to accommodate resilience constraints and the
establishment of additional backup paths. As certain failures cannot be covered
by single-layer resilience, we consider protection on single as well as multiple
layers. For single-layer resilience, we show that protection at different layers in
combination with different protection variants has a strong impact on the perfor-
mance of the design heuristics. For multi-layer resilience, we extend our study
to simultaneous protection at multiple layers with different approaches and show
how the immense requirements for resources and the underlying topology con-
strain the performance of the presented algorithms.

Beyond construction, the efficient operation of a multi-layer network is de-
cisive for a general cost-optimality. The increasing amount of spontaneous re-
quests for short-lived connections results in dynamic traffic patterns that network
providers need to deal with. To that end, we investigate automated provisioning
by means of the GMPLS protocol family and the recent PCE architecture. In par-
ticular, algorithms are developed that calculate paths within a PCE from given
network constraints. We show the relevance of delayed information retrieval for
PCE-based path computation with short-lived traffic demands. Furthermore, the
importance of an appropriate resource utilization strategy is outlined. In addition,
we find that blocking can be noticeably improved by re-optimization algorithms
that require knowledge about former routing decisions. Finally, the benefit of
giving feedback from operation to construction is outlined.

In sum, we address all stages of a network life-cycle within a combined opti-
mization approach including resilience. Our heuristics allow to evaluate networks
of realistic size, which is impossible with plain combinatorial approaches, like
Integer Linear Programs (ILPs). Moreover, our approach allows to perform par-
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1.2 Outline

ameter studies to evaluate which options network providers should take. For this
purpose, a software tool was developed to run the theoretical studies presented
in this monograph. The software is called Multi-Layer Network Engineering and
Optimization (MuLaNEO) [4] and is made publicly available [16].

1.2 Outline
The organization of this monograph is depicted in Figure 1.2. It shows the indi-
vidual chapters together with their interdependencies and logical interrelations.
After giving a broader background, a chapter is separately dedicated to the de-
sign, the resilience, and the provisioning of multi-layer networks of which each
reviews the lessons learned. The remainder of this thesis is organized as follows.

In Chapter 2, the considered optimization problems are motivated by exam-
ples taken from real life and background knowledge is given that is required to
understand these problems, their various parameters, and degrees of freedom.
Furthermore, an overview of related work with regard to the design, resilience,
and provisioning of multi-layer networks is presented. Models are developed to
reflect traffic, network components, and CAPEX. The principles and models de-
fined in this chapter are used throughout this thesis.

Chapter 3 introduces deterministic heuristics for the design of multi-layer net-
works from scratch using the previously defined models. Results of the heuristics
are evaluated in detail on four physical topologies with a component-rich CAPEX
model. On the one hand, the impact of parameters and properties of the heuris-
tics themselves on overall cost are analyzed as well as the distribution of cost on
components. On the other hand, the impact of the CAPEX model is investigated
with a special focus on network architectures and cost variations.

The concepts of multi-layer network design are extended to include resilience
in Chapter 4. We introduce several variants of heuristics that search for backup
paths in single and multiple layers. Evaluations for single-layer resilience are
performed outlining the impact of each heuristic with various protection vari-
ants as well as different protecting layers. Moreover, we investigate multi-layer
resilience including sets of multiple protecting layers. An analysis of the effec-
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Chapter 2: Background and Modeling

Chapter 5: Multi-Layer Network Provisioning

Chapter 6: Conclusion

Chapter 3: Multi-Layer Network Design

Chapter 4: Multi-Layer Network Resilience
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Figure 1.2: Organization of the monograph including the interdependencies and
logical interrelations of the covered topics.

tiveness of the presented heuristics for resilient multi-layer network design is
performed with regard to link, node, and equipment failures.

The automated provisioning of dynamic traffic demands covered in Chapter 5
builds on top of the designed networks. Different PCE architectures and strate-
gies are evaluated. An efficient algorithm for PCE-based re-optimization of es-
tablished routings is introduced and its ability to reduce blocking is analyzed. In
addition, the possible effects of giving feedback from network operation back to
network design are evaluated for resilient provisioning and dimensioning aspects.

Finally, conclusions on our findings are drawn in Chapter 6.
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2 Background and Modeling

You must unlearn what you have learned.

“Star Wars: Episode V – The Empire Strikes Back”, 1980.

Today’s global communication is based on a variety of networks whose geo-
graphical extents reach from Local Area Networks (LANs) to trans-oceanic Wide
Area Networks (WANs). These networks are built using specific equipment with
different technological capabilities and requirements. However, cost-efficiency is
a key issue common for all these networks, which needs to be considered from
early planning stages to the regular operation mode of a network.

This chapter introduces the required background knowledge to understand the
considered optimization problem and its various parameters, including related
work. We show how to model the considered problems and present solution ap-
proaches, which form the basis of the strategies in the following chapters.

2.1 Motivation and Application Scenarios

Since the days of telegraphy and light houses, the technology enabling electrical
and optical telecommunication (from Greek “tele”, distant, and Latin “commu-
nicare”, to share) evolved in many ways. We show that this evolution imposes a
continuous process on networks and present applications, which outline the need
for sophisticated planning methods.

7



2 Background and Modeling

access

metro metro
core

access

long-haul, e.g., country-wide or trans-oceanic

medium distance, mainly cities
short distance,

mainly aggregation

Figure 2.1: Partitioning of networks by geographical extent and operational pur-
pose from a top-view perspective.

2.1.1 Network Structures

To understand the development processes and technologies in networking con-
texts, we first clarify the basic structure of telecommunication networks. Follow-
ing [42, 43], all networks can be decomposed in two ways, which results from
two different perspectives, partitioning and layering.

Partitioning

From a top-view perspective, networks form domains categorized by ownership
and spatial extent. In the context of the Internet Protocol (IP), domains are also
called Autonomous Systems (ASes) and tiers. Upon this categorization, a geo-
graphical partitioning into access, metro, and core networks can be performed
as illustrated in Figure 2.1. The network classes differ in the prevailing technol-
ogy, average data rates, reach, and main purpose, like the type of service that is
common within a certain category.

Access networks are dominated by equipment that performs at comparatively
low data rates, like end-user equipment in case of households or single servers
in case of data centers. The purpose of access networks is aggregation. Nowa-
days, many access networks are still based on copper and are therefore oper-
ated electrically. In case of households, often Asymmetric Digital Subscriber
Line (ADSL) connections are set up via Digital Subscriber Line Access Mul-

8



2.1 Motivation and Application Scenarios

tiplexers (DSLAMs) for connectivity while Broadband Remote Access Servers
(BRASs) are used for aggregation. In the future, optical access technologies like
Fiber To The Home (FTTH) and Passive Optical Network (PON) will be intro-
duced to keep up with the increasing demand for capacity. Metro networks or
Metropolitan Area Networks (MANs) interconnect companies and institutions
within an urban area and are used to exchange traffic between multiple access
networks or to further aggregate it. Ethernet services are often used to connect
distributed sites of a company. Core networks may consist of several domains
or WANs and serve as the backbone between large sites, also called Points of
Presence (PoPs). They transport immense amounts of data over large distances.
Hence, topologies of core networks are typically built on optical glass fiber,
which allows to transmit hundreds of gigabytes of data on distances up to several
thousand of kilometers.

Layering

While the top-view perspective shows the partitioning of a network, it does not
reveal what data or services are transmitted and how the transmission is realized.
Each network comprises physical connections made of copper or fiber, which
are piped underground and form a physical layer of interconnections between
its sites. This physical layer is the common ground, which is passed by all data
transmissions within a network.

However, no data could be transferred without any transmitting equipment as
well as corresponding encodings and protocols. On the one hand, equipment is
needed to “prepare” data for the transmission path. For example, electrical signals
on copper cables need to be treated differently than optical signals on glass fiber
since they are much more affected by attenuation [44], which either results in
decreased capacity or limited transmission reach. More details on transmission
technology are given in Section 2.2.2.

On the other hand, physical connections are rarely used directly. Instead, ad-
ditional multiplexing equipment is deployed to increase the overall capacity of
the physical medium. Figure 2.2 shows four examples of using an optical glass

9



2 Background and Modeling

(a) single beam of light (b) WDM

(c) TDM (d) combining WDM and TDM

Figure 2.2: Increasing the utilization of physical resources by multiplexing.

fiber resource. In Figure 2.2a, the fiber can only be used by a single beam of light.
Thus, the resource utilization can only be increased by the capacity of the beam
of light and is bound to the Shannon limit [44]. While technological progress
already today allows wavelength capacities beyond 100 Gbit/s, the requirements
of a single data flow lag behind this development. Hence, aggregation and de-
aggregation of multiple data streams is needed to fully utilize the resources. Such
mechanisms are denoted by multiplexing and can be applied in different ways.
The main multiplexing technique in the optical domain is Wavelength Division
Multiplex (WDM), which is a frequency-band constrained form of Frequency Di-
vision Multiplex (FDM), and allows to use multiple wavelengths on a single fiber
as illustrated in Figure 2.2b. Another important multiplexing technique is Time
Division Multiplex (TDM), which decomposes the carrier signal into time slots
and assigns them to different user signals, as depicted in Figure 2.2c. TDM works
in the electrical domain and requires Opto-Electric-Optical (O-E-O) conversion.

Furthermore, it is possible to combine multiplexing techniques. Figure 2.2d
shows the combined use of multiple time slots via TDM on multiple wavelengths
via WDM. Further multiplexing techniques as well as corresponding technol-
ogies are presented in Section 2.3. Each multiplexing technique is offered by
certain technologies, which enable multiplexing by providing corresponding en-
codings and protocols. Each technology also provides its own switching or rout-
ing mechanisms, which determine the paths taken by multiplexed flows. This

10



2.1 Motivation and Application Scenarios

physical

layer

logical

layers

Figure 2.3: A side-view perspective on a network reveals its multi-layer structure.

per-technology flow-control forms individual logical topologies and the coexis-
tence and combination of their technologies on top of the physical topology leads
to the notion of layers. Figure 2.3 illustrates the resulting side-view perspective
on an exemplary multi-layer network. As a layer with appropriate multiplexing
equipment may be preferable to “transport” data of another layer, such layers are
also denoted as transport networks.

2.1.2 Stages of a Network Life-Cycle

Due to the ongoing increase of traffic in data networks [41, 45], networks con-
tinuously underlie an evolutionary process, which keeps them in constant change.
As discussed in [46], we assume that a network life-cycle repeatedly passes two
main stages, construction and operation, which are illustrated in Figure 2.4.

Construction Stage

In the construction stage, a network is dimensioned and built to fit to the traffic
being expected within the planning horizon. As the network is modified to suit
the expected traffic, the means of this stage are also called network engineering.

In advance, forecasts on future traffic demands are performed and analyzed
to determine the amount of required resources. When the installed resources
are exceeded, the construction stage needs to be re-entered. To avoid too fre-
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Figure 2.4: The repeating stages of a network life-cycle.

quent returns to the construction stage, the designers can consider capacity over-
provisioning. Between two network states, upgrades and extensions might be in-
stalled or new technologies might be introduced, to support the upcoming traffic
demands or to reduce cost. The transition between the current and the envisaged
network state is called migration [47]. We consider the construction of multi-
layer networks in Chapter 3 and Chapter 4. After the equipment is installed and
its resources are activated, the network is ready for operation.

Operation Stage

In contrast to the construction stage, adapting the network equipment is not con-
sidered during operation. Instead, paths for traffic demands are determined and
established upon the resources installed during construction. Also changing of
existing paths is considered to utilize the available resources and to reduce con-
gestion as well as blocking. This is also referred to as traffic engineering.

During operation, traffic demands arrive and depart dynamically. Thereby, ar-
rivals occur at unknown, random points in time and the holding time of the traffic
demands typically follows a certain characteristic. Details on such traffic is given
in Section 2.3. The installed resources are dynamically provisioned to the arriving
demands. With the aforementioned continuous increase in traffic, the determina-
tion of paths for newly arriving traffic demands gets more and more difficult as
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the load in the network increases. Hence, when the overall traffic in the network
approaches its envisaged limit, either blocking occurs, which can optionally be
regulated by means of access control mechanisms, or the construction stage has
to be re-entered to keep up with the increasing demands.

Another cause to re-enter the construction stage is the request for new ser-
vices by customers that cannot be provided by the current resources and their
technologies at all or very inefficiently at best. The addition of a new technology
typically means the addition of a new layer to a multi-layer network. We consider
the operation of multi-layer networks in Chapter 5.

2.1.3 Application Scenarios

Multi-layer structures appear in various situations with different requirements. In
this work, we consider both the construction and the operation stages of multi-
layer networks. The approaches presented in this work are at least applicable to
the following scenarios.

Network Dimensioning

If a network is created for given traffic forecasts for multiple services (like IP or
Ethernet) and corresponding technologies, the request for multiple technologies
implies the construction of a multi-layer network, i.e., multiple interrelated log-
ical layers upon a physical layer. The resulting multi-layer network needs to fit
to the capacity requirements as well as to Quality of Service (QoS), functionality,
and budget constraints. To use the resources and to fulfill the given constraints, a
sufficient quantity of equipment needs to be installed. Thus, the network is dimen-
sioned for the requirements. The set-up of links in logical topologies comprises
hierarchical interrelations, which are illustrated in Figure 2.5a. The construction
of multi-layer networks is covered in Chapter 3 and Chapter 4.
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Figure 2.5: Multi-layer structures in different application scenarios.

Network Virtualization

Also network virtualization, i.e., the abstraction of physical links and nodes to vir-
tual links and nodes forming virtual networks upon a common substrate network,
comprises multi-layer structures. Hereby, the construction stage is completed and
the substrate network provides the resources, which are requested by virtual net-
works. The direct interrelations to the substrate network by the requests of the
virtual networks are illustrated in Figure 2.5b. The optimization problem to solve
is Virtual Network Embedding (VNE), i.e., to find the optimal mapping of virtual
nodes and links to substrate counterparts, which we consider in [2].

Dynamic Provisioning

The aforementioned multi-layer structures formed by construction need to be
efficiently operated to react on an increasing request for flexibility not only re-
garding the topology but also regarding link capacities on different services of
a multi-layer network. The network operators need to be able to map resources
to customer requests in a given time frame and might need to set up paths in
multiple layers. As resources cannot be quickly adapted in the operation stage,
network operators require dynamic resource provisioning techniques. These al-
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low to perform sophisticated path calculation based on up-to-date information
and re-optimization of existing paths. We consider the Path Computation Ele-
ment (PCE) architecture as a candidate for this purpose in Chapter 5.

2.2 Problem and Related Work

As described in the previous section, multi-layer networks are of high importance
in today’s telecommunication infrastructure. Hence, efficient approaches to con-
struct and operate multi-layer networks are of great interest. In this section, we
present an overview of parameters related to multi-layer network engineering and
optimization. Additionally, we give a formal definition of the optimization prob-
lem. We show how the problem can be approached and what limitations each
approach incorporates. Finally, we give a detailed overview of related work.

2.2.1 Parameter Space

The construction and operation of multi-layer networks involves a large number
of parameters. Therefore, the definition of efficiency and optimality of a multi-
layer network, i.e., the optimization objective, usually depends on multiple par-
ameters. In the following, we go into detail of multi-layer network optimization
and introduce the parameters related to it.

Equipment Parameter Space

Multi-layer networks comprise components of different technologies, which form
logical layers. Hence, the available components and their properties play an im-
portant role. An overview of equipment related parameters is given in Figure 2.6.

The technologies commonly built into multi-layer networks are Inter-
net Protocol (IP)/Multi-Protocol Label Switching (MPLS), (Carrier) Ether-
net, Asynchronous Transfer Mode (ATM), Synchronous Optical NETwork
(SONET)/Synchronous Digital Hierarchy (SDH), and Optical Transport Net-
work (OTN). In general, ATM is considered outdated and only rarely used to-
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Figure 2.6: Parameter space of equipment in multi-layer networks.

day. We explicitly consider IP/MPLS over pure IP to avoid the inflexibility of
destination-based routing, i.e., all data streams with the same destination traverse
along the same path. IP/MPLS enables per-flow paths via source-based routing.

The equipment of each technology can be roughly grouped into transmission,
multiplex, and switching components.

Transmission: Each technology comprises transmission equipment, which al-
lows to set up logical connections at this layer. Due to physical impairments,
e.g., expressed by the Shannon limit [44], this equipment has a certain maximum
reach, at a certain data rate with a given data encoding, Bit Error Rate (BER),
and energy consumption.

Multiplex: As mentioned in Section 2.1.1, the requirements of a single data
stream usually do not fully utilize the capacity of the transmission equipment
present in core networks. Hence, technologies provide multiplexing equipment
to aggregate multiple data streams, cf. Figure 2.2. The type of multiplexing de-
pends on the technology. Especially, electrical and optical equipment differs.
While electrical technologies, like IP/MPLS, can access data signals bit-wise, op-
tical technologies deal with wavelengths or ranges thereof, so called wavebands.
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Electrical technologies can use statistical multiplex, i.e., exploiting the statistical
distribution of packet inter-arrivals or perform TDM. In contrast, optical technol-
ogies are bound to optical granularities and cannot access or change the bit rate
of wavelengths directly.

Switching: As mentioned earlier, the term multi-layer rises from the existence
of switching capabilities in each technology, which leads to logical topologies
and layers. As with multiplexing, the granularities that may be switched depend
on whether the technology is optical or electrical. There are two basic switching
techniques, circuit switching and packet switching. With circuit switching, a data
flow is marked with some kind of label such that switching only considers this
label. Packet switching performs switching by considering the information con-
tained in the packet header. The latter has several disadvantages, like the afore-
mentioned destination-based routing and the somewhat larger overhead. As we
focus on core networks, packet switching is not considered in this work. Circuit
switching is available in IP/MPLS, Carrier Ethernet, SDH/SONET, and OTN.

Each component of a technology is associated with a certain cost value. The
split into components is covered in Section 2.3 where we introduce a specific
component and cost model.

Optimization Parameter Space

The equipment, i.e., the available technologies, their components, and their prop-
erties, are the basis on which multi-layer network optimization is performed. This
section describes the parameters that need to be considered in optimization tech-
niques applied to multi-layer networks. As depicted in Figure 2.7, the field of
optimization can be split into four domains.

Applicability: Certain situations make different demands and require different
optimization techniques as a consequence. These situations can be reduced to the
stages of a network life-cycle, which are described in Section 2.1.2.

Approach: The multi-layer network optimization problems can be approached
in different ways. These approaches differ in (computational) complexity, ac-
curacy, and flexibility regarding the optimization problem. Moreover, some ap-
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Figure 2.7: Parameter space for multi-layer network optimization.

proaches are more suited to certain optimization sub-problems than others. The
approaches applicable to the sub-problems are covered in detail in Section 2.2.3.

Constraint: The optimization of multi-layer networks is bound to several con-
straints. We already discussed various constraints given by the available equip-
ment and illustrated them in Figure 2.6. The equipment finally provides resources
of which the capacity on a link in an electrical layer and the number of wave-
lengths in an optical layer as well as the switching capacity in a node are the most
relevant for the considered optimization. The availability of sufficient resources
along paths is essential to be able to set up logical connections in multi-layer net-
works. Beyond simple resource availability, there are more sophisticated require-
ments, like the set-up of an end-to-end (so called transparent) light-path, which
means the availability of a wavelength along the whole path, which is covered by
theNP-hard Routing and Wavelength Assignment (RWA) problem [42,48]. An-
other example of elaborate path constraints is resilience, i.e., finding additional
backup paths that need to be disjoint from the primary path.
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Objective: The optimization of multi-layer networks usually cannot be re-
duced to a single optimization objective. However, the perpetual goal in net-
work construction and operation is cost minimization. On the one hand, there
is the cost for the initial acquisition of equipment – so called Capital Expendi-
tures (CAPEX). Thus, the goal of construction is to reach a minimum amount
of installed equipment and highest utilization. On the other hand, there is the
cost for the operation and maintenance of equipment – so called Operational Ex-
penditures (OPEX) – which includes power supply and human resource, besides
others. During operation, the main objective is to minimize the blocking of newly
arriving demands. Also energy efficiency can be fostered by manipulating rout-
ing decisions such that links are avoided and can be (temporarily) deactivated.
When resilience is considered, the minimization of affected traffic demands and
Expected Loss of Traffic (ELT) in case of failures is aspired.

Input Parameter Space

The possibilities provided by equipment and optimization parameter space can
be varied by different input parameters. As a consequence, there is a plenitude
of multi-layer scenarios for which optimization can be considered. We categorize
these input parameters into four groups as illustrated in Figure 2.8.

Stage: There are several input parameters that are specific for a certain stage
of the network life-cycle, cf. Section 2.1.2. During construction, the order of the
(static, off-line) traffic demands can be changed. This is studied in Chapter 3.
Furthermore, we may decide for a parameter of the RWA problem [42, 44] in
OTNs. Three types of wavelength assignments can be distinguished resulting in
different optical grooming corresponding light-path topologies:

• opaque: wavelength assignment is done on a hop-by-hop basis, resulting
in a 1-hop light-path topology,

• transparent: a single wavelength is used for a complete light-path, result-
ing in a topology consisting of end-to-end light-paths only,

• hybrid: a mixture of opaque and transparent, also referred to as semi-
transparent or translucent.
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During operation, the order of the (dynamic, on-line) traffic demands is not
known in advance and cannot be changed. The parameters concerning operation
are the control plane architecture as well as the information that is available to it,
potential re-optimization strategies as well as the strategies to minimize blocking.

Traffic: There are several parameters that need to be determined for traffic
demands, like distributions for capacity, source-destination pairs, as well as inter-
arrival and holding times in case of dynamic provisioning. Details regarding these
traffic parameters are given in Section 2.3.

Equipment: The available equipment is a very decisive parameter for the
multi-layer optimization problem. The cost value assigned to a component de-
cides whether a component is used in certain situations. The availability of
certain components also affects the architecture of a multi-layer network, i.e.,
which technologies are used to operate the provided services. Details on inter-
connectivity of different technologies are given in Section 2.3.

Resilience: An input parameter that branches into many aspects is resilience,
i.e., the availability of disjoint primary and backup paths. During the construction
stage, the layers performing protection need to be determined. If multiple pro-
tecting layers are determined, escalation strategies need to be defined to avoid
interference of protection mechanisms in different layers [49]. We need to define
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path set-up strategies, which determine whether backup resources are reserved in
advance (protection switching), ad-hoc (restoration), or a mixture of both (pre-
planned restoration). While we are quite flexible to choose any of these schemes
during operation, we carefully need to consider additional resources during net-
work design. Equally important is the choice of the scope that determines whether
backup paths are assigned for single links, complete paths, or path segments.

So far, we gained an insight to the parameters of the multi-layer network op-
timization problem. The combination of these parameters forms the actual opti-
mization problem that is covered in the following section.

2.2.2 Problem Formulation and Notation

The formulation of the multi-layer optimization problem combines the presented
parameters. We introduce the notation used in this work and elaborate the prob-
lem formulation on the construction and operation stage of a multi-layer network.

Notation

Before we consider the actual problem formulation for the construction and op-
eration of multi-layer networks, we introduce some notation to describe these
stages. The notation and its relation to network elements is shown in Figure 2.9a.

We denote the multi-layer network itself by G. It consists of different layers
Gi = (V, Ei) where V is the set of sites, also called Points of Presence (PoPs),
shared by all layers and Ei ⊆ V ×V \{(v, v) ∈ V} is the set of links connecting
the sites in layer Gi. Each layer Gi ∈ G is a directed multi-graph. That means,
each link e ∈ Ei has a source α(e) ∈ V and a destination ω(e) ∈ V and multiple
links may exist between a source-destination pair. We emphasize the physical
layer G0 = (V, E0) since it is immutable in our optimization and consists of raw
fiber ducts containing a number of fiber strands, so called dark fiber. The layers
above the physical layer are called logical layers.

The definition of all available layers as well as their association to technol-
ogies, components, and cost is performed by the CAPEX and component model
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Figure 2.9: Illustration of notation used in the context of multi-layer networks.

C = (C, ζ) comprising the available equipment C (per layer) and a cost func-
tion ζ : C 7→ R+

0 associating cost with equipment. Our studies are based on the
CAPEX and component model of [50], which defines G = {G0, G1, . . . , G5}
where G0 is the physical, G1 and G2 the OTN, G3 the SDH/SONET, G4 the
Ethernet, and G5 the IP/MPLS layer as defined in Section 2.2.1. A list of the
considered technologies is given in Table 2.1. While using the technologies given
in [35], we are not limited to these.

Construction

In a typical business scenario for network construction, a network provider asks a
network supplier to design and build a network that suits its needs. The network
provider formulates its needs with regard to the expected amount of traffic among
certain source-destination pairs in different services/technologies as a multi-layer
traffic matrix Dstat of directed traffic demands and might also determine the net-
work architecture that is to be used.

Furthermore, the physical topology G0 = (V, E0) is usually given and im-
mutable due to the immense cost of earthwork, which can easily raise to several
USD 100.000 per kilometer in urban areas. In core networks, the physical links
E0 typically are fiber ducts that contain a number of fiber strands on each physical
link e ∈ E0 and give the amount of available fiber resources.
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Table 2.1: Overview of the considered technologies.

Gi ∈ G name data processing multiplexing technique

G0 fiber/physical optical SDM
G1 OMS

OCh

}
OTN

optical WDM
G2 optical –
G3 SDH/SONET electrical TDM
G4 Ethernet electrical statistical
G5 IP/MPLS electrical statistical

Upon the information of the multi-layer network request, the network supplier
has to construct a multi-layer network that fulfills the requirements of the network
provider and is cost-minimal at the same time. To that end, the network supplier
can choose from its pool of available equipment C (vendors, properties, and etc.)
according to the requirements of the network provider and deploy components
in the sites of the logical layers to establish connections, which form the logical
layers. Thus, the logical links in a multi-layer network are defined recursively
by links in lower layers. We describe the hierarchical interrelation of layers in a
link-wise manner by means of functions Ri,j : Ei 7→ Pj , i > 0, j ≥ 0 where Pj
is the set of possible paths in layer Gj . This is illustrated in Figure 2.9b.

The initial state of the construction is illustrated in Figure 2.10. As no equip-
ment has been deployed yet, no logical connections are established and the log-
ical layers are empty. As each technology/layer provides switching functionality
and corresponding equipment, the logical layers can be arbitrarily modified by
the network supplier within constraints given by the equipment. Finally, it is up
to the network supplier to find cost-efficient logical topologies that allow to carry
the forecast of traffic demands given by the network provider.

As only the fiber strands of the physical layer provide resources in the initial
construction (empty network), network suppliers have to perform network engi-
neering to mitigate this severe limitation. Each link e ∈ Ei in a logical layer Gi
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is associated with equipment and provides a total amount of resources rtotal(e)

(i.e., capacity or wavelengths). The amount of its free resources is denoted by
rfree(e). However, these resources cannot be sufficiently utilized or at least be
cost-efficiently used by all technologies. As a consequence, technologies like
OTN need to be installed to open up the optical resources for efficient usage by
multiple technologies. For similar reasons, TDM equipment, like SDH/SONET,
is installed to allow the aggregation of smaller data flows. The use of one tech-
nology as the base ground for another technology leads to the notion of transport
networks [42,43]. In cost optimization, also a less expensive cost structure might
be achieved by the introduction of additional equipment as we show in Chapter 3.

The use of technologies to build transport networks that carry aggregated
data streams leads to hierarchical structures in multi-layer paths as illustrated
in Figure 2.11. The aggregation of smaller data streams via multiplexing tech-
niques provided by the transport network technology forms the optimization sub-
problem where to perform the aggregation of data streams which is called groom-
ing [42, 43, 51]. A review of grooming techniques is given in [52].

Beyond mere design constraints, resilience is an important input parameter
that opens up a wide range of variations for multi-layer network optimization as
shown in Section 2.2.1. Especially, in combination with the various multiplex-
ing and grooming techniques, Shared Risk Groups (SRGs) are created, which
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can cause immense cost in case of failures. For instance, the failure of a phys-
ical link carrying 40 wavelengths of which each is operated at 40 Gbit/s gen-
erates 1.6 Tbit/s of Expected Loss of Traffic (ELT). A very important parameter
for the network design regarding resilience is the choice of the layers that per-
form the protection. This choice affects the reaction and recovery time, the size
of SRGs [53], and the CAPEX. In general, resilience adds additional constraints
to the finding of paths for traffic demands resulting from the disjointness of the
backup and primary paths across all layers.

Finally, the special properties of optical equipment need to be mentioned. In
contrast to electrical technologies, which handle bits, optical technologies deal
with wavelengths that are affected by non-linear effects in optics depending on
the fiber component quality and transmission distance. Furthermore, wavelengths
are a limited resource such that the RWA problem needs to be considered when
wavelength conversion is not provided. Both properties impact the choice of
wavelengths for light-paths and each of these is anNP-hard problem [51, 54].

To conclude the construction problem formulation, the multi-layer network
design problem can be mapped to a combinatorial problem of deploying and
interconnecting equipment that has a large solution space.
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Operation

Compared to network construction and multi-layer network design, the optimiza-
tion of network operation seems to be easier at a first glance. However, most
of the considered optimization sub-problems bear the same complexity. In the
operation of multi-layer networks, the existing resources need to be efficiently
used and cannot be immediately modified, cf. Section 2.1.2. The network oper-
ator is confronted with customer requests of directed dynamic traffic demands,
which we summarize by the set Ddyn to whom we give details in Section 2.3.3.
The added dynamics of the traffic demands bind the processing order of the de-
mands to their arrival time. As a consequence, the network operator needs to
perform traffic engineering to deal with newly arriving traffic demands. This is
also known as dynamic capacity provisioning. Traffic engineering in multi-layer
networks was supported by two developments in the last decade.

The first support came from the availability of Generalized Multi-Protocol La-
bel Switching (GMPLS) specifications [21] and its extensions for traffic engineer-
ing in multi-layer networks [28], which is described in detail in [55,56]. GMPLS
generalizes the concept of labels from IP packets to fibers, wavelengths, and time
slots such that Space Division Multiplex (SDM), WDM [29], and TDM [25] of
technologies supporting GMPLS can be integrated in a common control plane.

The second support arose from the upcoming of the PCE architecture [30],
which is based on GMPLS and Resource ReSerVation Protocol with Traffic En-
gineering (RSVP-TE) [22]. The PCE architecture is a vendor-independent, uni-
fied approach to deal with path computation for on-line traffic demands across
layers [34] and domain boundaries [57, 58].

Therefore, we consider a GMPLS-based PCE architecture, in which the ar-
rival of an on-line traffic demand triggers a request to a PCE for a path that fits
to the requirements of the traffic demand. The algorithm that actually calculates
the path within the PCE is not specified. Beyond common shortest-path algo-
rithms, like Dijkstra [59], sophisticated Constrained Shortest Path First (CSPF)
algorithms may be used that consider different constraints of the multi-layer net-
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work. Therefore, the CSPF algorithm must retrieve the required information and
must not exceed a given calculation time limit. As discussed in Section 2.2.1,
different deployments of multiple PCEs, e.g., per site, per layer, or per layer
and site [60], as well as different knowledge (stateful, stateless) of a PCE [30]
are possible. Furthermore, a PCE might include different strategies to reduce the
blocking probability, like load balancing and fragmentation avoidance.

2.2.3 Approaches and Limitations

In the following, we briefly describe four ways to approach the presented opti-
mization problems and the main limitations of these approaches.

Analytical: Analytical approaches are typically applied to the quantity of
components and the amount of resources, like switching capacity at a node or link
capacity that is required to fulfill the given traffic demands. Thus, the deployment
of components during design can be roughly estimated analytically. However, the
analytical approach is not feasible for selecting various equipment combinations
and giving a construction blue print for a multi-layer networks. Furthermore, ana-
lytical approaches usually require a lot of expert knowledge that needs to be put
into the analytical models.

Combinatorial: As stated before, the considered optimization problems of
multi-layer network design can be reduced to combinatorial problems. These can
usually be mapped to Linear Programs (LPs) or Integer Linear Programs (ILPs)
as we deal with integral numbers of components. While real number solutions
of ILPs can be efficiently found, e.g., using the Simplex algorithm [61], find-
ing integral solutions is NP-hard [62]. Thus, the usage of ILPs is limited in
practice due to long computation times even though professional ILP solvers
like CPLEX [36] implement sophisticated approaches, like branch-and-bound
or branch-and-cut [63], to shrink the solution domain and to reduce the num-
ber of constraints. This makes ILPs infeasible for extended parameter studies on
larger network instances and inflexible regarding variations of input properties.
The use of combinatorial approaches in operation is possible, but the additional
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time constraints as well as uncertainty increase the complexity. Moreover, ILP
solvers [36, 37] do not allow to derive principles for network design.

Heuristic: In contrast to combinatorial approaches, heuristic approaches im-
ply that certain parameters, like the order of traffic demands, are not elaborated
in detail. Instead, a heuristic aims to find a good solution to the optimization
problem in a fraction of time. This is also the reason for the inability of heuris-
tics to guarantee the optimality of the results. As with mathematical approaches,
heuristics directly deal with the deployment of equipment to set up connections
in logical layers. Therefore, construction blue prints can be created. As heuristics
allow to directly implement methodologies to design networks, they open up to
derive conclusions for design rules and to evaluate new rules for optimization.

Hybrid: Hybrid approaches usually combine combinatorial and heuristic ap-
proaches and aim at speeding up the solution while not diverging too much from
the optimal result. The closer such hybrid approaches are to combinatorial ap-
proaches, the more they inherit the same trade-offs.

A summary of the approaches and their properties is given in Table 2.2. In the
following, we give an overview of publications that are related to the considered
optimization problem and are based on the presented approaches.

2.2.4 Related Work

As described in the previous sections, multi-layer network engineering and opti-
mization are complex issues of high importance for all network providers and
suppliers. In this section, we describe existing publications on network eco-
nomics, network design, network resilience, and network provisioning.

Network Economics

While network traffic increases year by year [41, 45], the providers’ revenues on
a per bit basis decrease. Hence, cost-awareness is an important issue and so is the
analysis of cost factors within the network context. There are two important types
of cost, Capital Expenditures (CAPEX) and Operational Expenditures (OPEX).

28



2.2 Problem and Related Work

Table 2.2: Pros and cons of approaches for the considered optimization problems.
(legend: + = pro, − = con, ◦ = depends)

approaches

criteria an
al

yt
ic

al

co
m

bi
na

to
ri

al

he
ur

is
tic

hy
br

id

guaranteed optimality ◦ + − ◦
scalability + − + ◦

flexibility regarding input − − + ◦
possibility to learn from ◦ − + ◦

CAPEX is the cost of facilities, hardware, or digging cable trenches. That
means, cost that usually comes up once during the network design and first in-
stallation [50]. OPEX [64] is the cost that has to be paid regularly, especially cost
for electricity and human resources as well as cost to repair network failures and
to pay penalty fees from violated Service Level Agreements (SLAs) [65]. While
CAPEX is usually a larger cost factor, the regular maturity of OPEX may not be
neglected. Studies performed in [66] state that OPEX constitute 50−80 % of the
Total Cost of Ownership (TCO), i.e., the sum of CAPEX and OPEX, on a ten year
basis. However, reasonable values for OPEX are hard to estimate in practice as
OPEX heavily depends on business models, political developments, and location
factors. A general OPEX model for (multi-layer) networks is still lacking.

Thus, cost-aware network design has mostly focused on CAPEX. Studies on
the structure of cost factors in transport models [67] and the development of
cost [68] were performed. In recent years, the availability of detailed component
and CAPEX models [50,69] has attracted a lot of attention in research. This data
is based on the European Information Society Technologies (IST) integrated Next
generation Optical networks for Broadband European Leadership (NOBEL)
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phase 1 and phase 2 projects [35]. These projects conducted world-wide polls
on cost data for networking equipment by surveying network equipment suppli-
ers. The collected data was blinded and generalized as well as normalized to the
cost of a 10 Gbit/s WDM transponder to be vendor-independent.

Design

Existing literature on multi-layer network design can be split into two groups. The
first group considers multiple layers separately and, in a way, performs single-
layer optimization multiple times. The second group follows an integrated ap-
proach that jointly optimizes all considered layers.

An overview of general mathematical formulations for the discrete cost multi-
commodity flow problem, i.e., installation and deployment of equipment, and a
review of single-layer studies is given in [70]. A main focus of such single-layer
studies is on the optimization of grooming to mitigate routing optimization. A re-
view of grooming techniques and the role of grooming in network design is given
in [52]. In [71], a graph model is developed for traffic grooming that facilitates
the change of the optimization objective and two algorithms for the optimization
of these graphs are presented. The number of wavelength links and transpon-
ders is reduced to indirectly minimize network cost. The authors of [72] consider
multi-layer switches in OTN, which can deal with wavelengths, wavebands, and
fiber as aggregation levels. Evaluations are performed for a simple non-linear cost
function that maps the utilization of the used aggregation level. The problem is
approached by an ILP as well as a heuristic, which is faster, but less successful.
In [73], an ILP as well as a simple heuristic is presented for a two-layer ap-
proach with IP/MPLS on OTN. However, the actual optimization only covers the
placement of Label Switching Routers (LSRs) in the IP/MPLS layer. This work
is extended by the same authors for statistical multiplex in [74]. Both papers use
a simple cost model reflecting link and node cost. The authors of [75] consider an
IP/MPLS layer on top of an SDH or a WDM transport network. The authors ana-
lyze the trade-off between additional cost of IP/MPLS support in the nodes, and
cost savings due to traffic aggregation via statistical multiplexing and the granu-
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larity of capacity values of links and nodes. An ILP is given to optimize the num-
ber and location of LSRs in the network and the link capacity dimensioning. The
authors of [76] study cost-efficient routing heuristics which are able to reduce
the installation cost for the number of ports needed for an Optical Cross Con-
nect (OXC). Instead of cost, the number of line cards is considered. The authors
of [77] consider single-layer OTN optimization and focus on theNP-hard RWA
problem with and without availability of wavelength conversion. An ILP is given
and a k-shortest path heuristic is proposed. An abstract, analytical approach for
equipment deployment in single-layer scenarios from access networks to OTN
core networks is presented in [78]. To that end, a distribution of equipment on
a geographical area is considered. Construction blue prints for a multi-layer net-
work cannot be extracted from such an approach. The authors of [54] use a subset
of the optical equipment model from [69] with seven components, introduce an
additional “grooming layer”, and give an ILP for CAPEX optimization relying
on pre-calculated paths to speed up the optimization. In [7], we present an ILP
that does not depend on pre-calculated paths and develop heuristics for the con-
sidered optimization problem. In [9], we propose ILPs for CAPEX minimization
for transparent, semi-transparent/hybrid, and opaque OTNs.

In [79], a presentation of the complexity in single-layer network design is
given and extended to the complexity of integrated multi-layer network design.
The authors compare global design to a two-step design approach and present
an approach for iterative multi-layer network design that iterates over all layers
of a multi-layer network until a convergence boundary is reached. The authors
of [80] develop an ILP formulation for multi-layer network design based on a
detailed, but theoretical equipment model. Evaluations are not given. In [81], the
authors of [80] enhance their ILPs by a heuristic branch-and-cut algorithm and
focus on a two-layer network design. Still, no evaluations are given. In [82], the
same authors further tweak their ILP approach and give evaluations for networks
with up to 17 sites but no details on their cost model. The authors of [83] present
estimation formulas for the number of required equipment based on the multi-
layer equipment model of [50]. The authors consider two-layer networks using
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SDH over OTN. A construction layout or multi-layer paths for traffic demands
are not given. In [84], a heuristic for planning GMPLS-based transport networks
is presented. The focus is on the optimization of OTN equipment considering
wavelengths, wavebands, and fiber. In [8], we use the CAPEX model from [50]
and present a CAPEX-aware multi-layer network design heuristic.

Resilience

So far resilience aspects had been excluded on purpose to emphasize the mere
design aspects. Now, we focus on the design of resilient multi-layer networks. A
broad overview of resilience and protection schemes is given in [53]. In [42, 43],
causes and consequences of failures are illustrated for different technologies and
network architectures. Studies on failure statistics of equipment in different tech-
nologies of multi-layer networks are given [85]. In [1], we assign such availability
and failure probabilities to links and nodes to analyze the probability of different
failures. In [86], an overview of multi-layer network survivability is given. The
authors consider the popular technologies of their time, ATM and SDH/SONET.

As discussed before, resilience can simply be seen as additional constraints for
the combinatorial optimization problem of multi-layer network design. There-
fore, many publications considering multi-layer network design also consider
resilience and are only briefly listed here if they were discussed before. How-
ever, resilience can be implemented in many ways in multi-layer networks as
elaborated in Section 2.2.1. Especially, we distinguish related work regarding
single-layer protection and multi-layer protection.

Path protection on the IP layer is considered in [80] but no evaluations are
given as aforementioned. Besides grooming layers with pre-calculated paths, the
authors of [54] apply protection on the Optical Channel (OCh) layer. Evaluations
are focused on results including protection. Comparison to the unprotected case
is not presented. In [7], we use the cost model of [54] as a basis for our own
cost model and present an ILP that does not depend on pre-calculated paths. We
develop heuristics for the considered optimization problem with and without re-
siliency as well as a comparison of the corresponding results. The authors of [87]
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use the cost model of [54] and investigate installation cost with dedicated path
protection by using simulated annealing. The authors model several layers for
different capacity granularities in the OCh layer. A routing and grooming heuris-
tic is proposed for medium-sized networks. The authors of [88] apply Mixed Inte-
ger Programming (MIP) to yield cost minimal solutions for a reference network
provided by Swisscom with transparent, opaque, and hybrid OTN architectures.
Protection is applied on the IP layer and guaranteed for single-link as well as
single-node failures. The study reveals dependencies on traffic loads, available
data rates, and cost ratios of interfaces with different data rates. In [9], we also
introduce ILP formulation for CAPEX minimization on these OTN architectures
with and without resilience but in a canonical way. In [89], a heuristic approach
for two-layer network equipment planning is presented. Two probabilistic algo-
rithms are presented and run on networks with up to 321 sites. Compared to pre-
sented ILPs, the heuristics are significantly faster and show a good approximation
to the lowest CAPEX. The used CAPEX model defines equipment for edges and
nodes but only contains four components. In [90], the heuristics from [89] are
extended by a restrained look-ahead method. Results are shown for the heuristics
with and without restraining look-aheads.

In contrast to resilience on a single layer, multi-layer resilience, i.e., simultan-
eous protection at multiple layers, has not been covered broadly in literature. The
Protection Across NEtwork Layers (PANEL) project [49] considers multi-layer
networks with multiple protecting layers. By means of simulations, a quantita-
tive comparison of protection at the highest and lowest layer for ATM and SDH
equipment are performed with a simple CAPEX model. These concepts are ex-
tended in [91] to consider static and dynamic multi-layer recovery strategies. Dur-
ing these studies also escalation strategies, i.e., the inter-working between layers,
in case of failures is considered to determine which protection layer should take
care of a failure. In [12], we propose a heuristic for the combined search of pri-
mary and backup paths in multi-layer networks. We analyze various protection
schemes in different layers and perform evaluations on overall CAPEX as well as
CAPEX for protection and the number of traffic demands that can be established.
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Provisioning

Capacity provisioning means the operation of a network with dynamic traffic re-
quests. Therein, not cost but utilization and blocking ratio are the most crucial cri-
teria. The author of [46] considers such dynamic routing and resource allocation
in WDM transport networks and postulates a feedback loop from provisioning to
design as described in Section 2.1.2.

In the multi-layer context, the set-up of multi-layer paths can be sup-
ported by GMPLS, which leads to Automatically Switched Optical Network
(ASON)/Automatic Switched Transport Network (ASTN) or Intelligent Optical
Network (ION) in optical layers [92]. To perform network operation and traf-
fic engineering, a multi-layer network must pre-exist, e.g., yield by multi-layer
network design strategies, that can deal with the expected dynamic traffic de-
mands. The main goal of the provisioning is to reduce the blocking probability
for newly arriving traffic demands by means of traffic engineering. The need for
integrated design of multiple layers was recognized quite early. Before the fi-
nal release of the GMPLS specification in 2003, the work in this area mainly
focused on single-layer approaches. The authors of [93] state a “trend in back-
bone networks toward dynamic provisioning of bandwidth guaranteed or wave-
length paths”. The authors provide ILP formulations under the assumptions that
arrivals are one-by-one with no “a priori” knowledge of future arrivals and path
set-up using the Resource ReSerVation Protocol (RSVP)/Label Distribution Pro-
tocol (LDP). In addition, routing algorithms are presented that effectively estab-
lish backup paths. In [93], only the IP layer is considered and the underlying
OTN is neglected. Thus, combined topology and resource usage information at
IP and optical layer cannot be used. In [94], the authors of [93] switch to an inte-
grated two-layer approach in which algorithms for integrated dynamic routing of
bandwidth guaranteed paths in IP over WDM networks are developed. However,
the layer integration is done assuming that layers can somehow interact without
providing a communication interface. In [95], the concept of Intelligent Optical
Network (ION) is introduced to enable and to perform a comparison of static and
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dynamic routing in terms of cost and capacity from an operational point of view.
In [96], ASTN with a dynamic photonic layer is considered. Traffic is assumed to
follow a Poisson arrival process with negative-exponential holding time. In [96],
network design is restricted to link capacities. Evaluations on SDH request block-
ing probabilities are performed. The authors of [97] perform dynamic routing in
transparent optical networks. An experimental study of various greedy algorithms
for a dynamic RWA problem is performed. The experiments are based on a traffic
model taken from measurements.

With the availability of the GMPLS specification [24], approaches of doing
integrated design of multiple layers could be justified in a much cleaner way.
In [98], SDH over OTN is considered with dynamic traffic demands and an ana-
lytical model to evaluate blocking probabilities is presented including simulation
results. The authors of [99] give a description of transport network technologies
and a comparison of reference network architectures. Numerical evaluations are
performed to show the impact of network architectures on the resource require-
ments, but no algorithms are given. The authors of [100] focus on a shared pro-
tection of segments, i.e., protecting paths partially or piece-wise. A peculiarity
of their approach is the utilization of knowledge on holding times of dynamic
demands. In [101], also protection of dynamic traffic demands is considered. The
authors implemented dedicated and shared path protection in an adaptive multi-
layer traffic engineering framework.

After the introduction of the PCE architecture in 2006, the research focus
moved towards automated provisioning of dynamic multi-layer paths. Five years
before, distributed algorithms for routing with backup restoration were already
investigated in [102]. However, the proposed backup load distribution matri-
ces were never deployed. With the PCE architecture, such information could be
exchanged by extensions to the Open Shortest Path First (OSPF) protocol and
stored in a Traffic Engineering Database (TED). The authors of [57] and [103]
focus on path set-up times in single- and multi-domain scenarios with respect to
the protocols of the GMPLS architecture, especially RSVP-TE. The evaluations
performed in [58] show that GMPLS is sufficiently supported in existing net-

35



2 Background and Modeling

working equipment, such that the PCE concept can be successfully implemented
in principle. The authors of [60] give an overview of trends in standardization of
the PCE architecture. Recently, a framework for multi-layer networks was intro-
duced [92], which proposes capability planes in future multi-layer networks.

2.3 Modeling

To approach the optimization problems in multi-layer network construction and
operation, we need feasible models to access all required information and to com-
bine all envisaged parameters. However, we also need to keep our approach com-
putationally tractable. Therefore, we introduce models to define the layers and
resources provided by components including their cost, the interconnection of
components and layers to set up multi-layer paths, and traffic definitions.

2.3.1 Component and Cost Model

A multi-layer network component model C defines the available technologies
and their possible interconnections. In turn, a CAPEX model C = (C, ζ) as-
sociates cost values with each component in C by means of a cost function
ζ : C 7→ R+

0 . In [50], components and corresponding CAPEX values are given
for common transport network technologies including IP/MPLS, Carrier Ether-
net, SDH/SONET, and OTN technologies with information based on [35].

Technologies

In the following, we present the technologies considered in [35, 50] and listed
in Table 2.1, including their basic concepts and properties. As more techno-
logical and transmission-related constraints need to be considered the closer a
layer comes to the physical layer, such technologies become more complicated
from a modeling point of view. As we consider core networks based on optical
fiber, technologies are also turning from the electrical to the optical domain. An
overview of data rates and granularities is given in Table 2.3.

36



2.3 Modeling

Table 2.3: Common data rates and equivalents in different technologies.

data rate (Gbit/s) SDH/SONET OTN Gigabit Ethernet (GE)

1 – ODU-0 1
2.5 STM-16 ODU-1 –
10 STM-64 ODU-2 10
40 STM-256 ODU-3 40

100 – ODU-4 100

IP/MPLS: In IP/MPLS networks, a label is added to each packet of a data flow
such that circuit-switching can be done instead of IP packet-switching. Therefore,
Label Switched Paths (LSPs) are set up between Label Edge Routers (LERs)
traversing Label Switching Routers (LSRs). This technology is electrical and
allows for arbitrary statistical multiplex, i.e., multiplexing data packet streams.
In this model, the IP/MPLS technology comprises interfaces for data rates of
2.5, 10, and 40 Gbit/s using the encapsulation formats Packet over SONET (PoS)
and GE. Nowadays, IP technology is dominated by few, mostly US companies.
Hence, IP is the most expensive technology in this model.

Carrier Ethernet: Since its beginnings in the 1970s, Ethernet has spread from
LANs to almost all areas of networking [104]. Carrier Ethernet (CE) [105] is the
logical extension of Ethernet to core and transport networks by incorporating
MPLS functionalities. CE is electrical, provides statistical multiplex, and also
allows for circuit-switching as in IP/MPLS. However, CE components are less
expensive than IP due to its popularity and the resulting economies of scale,
i.e., reduced production cost caused by bulk buying. However, the equipment
considered in the NOBEL model is oriented towards aggregation networks and
metropolitan networks, cf. Section 2.1.1, and only provides interfaces at 1 and
10 Gbit/s. Furthermore, the CE technology was quite new at the time this model
was introduced. Therefore, component prices are relatively high compared to
other technologies providing similar capacity granularities.
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SDH/SONET: Synchronous Digital Hierarchy (SDH) and its US counterpart
Synchronous Optical NETwork (SONET) were created as an electrical transport
network technology that allows to aggregate several smaller flows into one larger
flow using Time Division Multiplex (TDM) [42, 43] that is sent via optical tech-
nology. As IP/MPLS and Carrier Ethernet, SDH/SONET is also circuit-switched
but uses TDM and not statistical multiplex. By means of GMPLS, we are able to
set up arbitrary paths in this technology. In the NOBEL model, the SDH/SONET
technology comprises interfaces for data rates of 2.5, 10, and 40 Gbit/s, which
are given in units of Synchronous Transport Modules (STMs).

Optical Transport Networks: In contrast to the previous technologies, the
Optical Transport Network (OTN) technology [106] is not electrical and, hence,
does not support bit-wise examination of data as required for statistical multi-
plex. OTNs can also handle wavelengths within Wavelength Division Multiplex
(WDM) by wrapping data in Optical channel Data Unit (ODU) [107]. Thereby,
an Optical Channel (OCh) is a wavelength along a light-path and Optical Mul-
tiplex Section (OMS) is a combined view of OChs on the multiplexed wave-
lengths in the Optical Transport Hierarchy (OTH). The transmitting interfaces
in this layer are optical transponders that create wavelengths at data rates of 2.5,
10, and 40 Gbit/s. Special equipment within this technology are muxponder, i.e.,
transponders that combine, e.g., four 10 Gbit/s data streams to a single 40 Gbit/s
data stream, as well as optically switched components, Optical Add/Drop Multi-
plexer (OADM) and Optical Cross Connect (OXC), which are illustrated in Fig-
ure 2.12. Both, OADM and OXC, allow to add or drop wavelengths to an OMS
and to switch a wavelength from an incoming fiber to an outgoing fiber without
O-E-O conversion. OADMs are a special form of OXCs with a fixed degree of
two that results from their origin in ring topologies. OXCs can be extended to
a degree of ten in the considered model. The main cost factors in OTNs are the
reach of the transponders and the degree of the optical switching equipment.

Fiber: On the fiber layer, i.e., the physical topology, data has already been
encapsulated by the interfaces in higher layers. However, components need to be
installed in the fiber layer to lengthen the reach of the transmitting interfaces. To
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Figure 2.12: Optical switching components in OTN.

that end, a Dispersion Compensation Filter (DCF) is installed every 80 km to
mitigate chromatic dispersion together with an Optical Light Amplifier (OLA) to
reduce attenuation on the fiber. In addition, a Dynamic Gain Equalizer (DGE)
that cooperates with Erbium-Doped Fiber Amplifier (EDFA) is installed at every
fourth OLA to further reduce attenuation.

Since the release of the CAPEX model in [50], 100 Gbit/s equipment has re-
cently made progress for Carrier Ethernet [38] and optical equipment. Further-
more, studies on technical possibilities [39] state that the capacity of a fiber will
continue to increase for the next 20 years at least without exceeding the 50 THz
band on optical glass fiber or the Shannon limit.

Components

Networking equipment is built in a modular fashion. This simplifies the exchange
of components, increases the flexibility, and reduces cost. We seize the modular
decomposition and homogeneously split the equipment of all technologies con-
sidered in [50] into four component groups [8] illustrated in Figure 2.13.

Basic nodes provide the core functionality within a technology, like power
supply, cooling, and backbone switching for all incorporated components. Their
price mainly depends on the backbone switching capacity. Slot cards can be
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Figure 2.13: Exemplary hierarchy of the considered four component groups.

plugged into each slot of a basic node and provide access to its backbone switch-
ing. Each slot card has a certain share of the backbone switching capacity that
is 40 Gbit/s in the considered model. Port cards, also called line cards, can be
plugged into each port of a slot card. The port cards can be equipped with inter-
faces. The type and the number of interfaces depend on the type of the port card.
Interfaces transmit data using a specific encoding according to their technology,
data rate, and maximum transmission reach. Consequently, we provide zero-cost
dummy components if component groups are not defined in the original model.
This also holds for our strict split of the OTN layer into OCh and OMS layer.

Basic nodes, slot cards, and port cards provide the input, output, and exchange
of data within a technology. Interfaces enable inter-layer communication.

2.3.2 Connectivity Model

Within a layer, the assembly of the four modular component groups at a site is
only restricted by constraints of the components themselves. For example, the
number of slots or an upper limit for the sum of requested switching capacities
that cannot be exceeded. To interconnect different layers at a site or across remote
sites, transmitting interfaces are required that encapsulate the data in a compatible
format, like Packet over SONET (PoS), Gigabit Ethernet (GE), Optical channel
Data Unit (ODU), or the more general Generic Framing Procedure (GFP) that
can be processed by the receiving interface. An overview of encodings used be-
tween the layers covered in [50] is given in Figure 2.14.
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Figure 2.14: Possible interconnections of layers due to encodings defined in [50].

We distinguish between two types of interfaces. Trunk interfaces communicate
to the network, i.e., downwards in the layer hierarchy while tributary interfaces
result from client signals, i.e., injected into the network by customers, and com-
municate upwards in the layer hierarchy. Figure 2.15 shows an extended view of
Figure 2.13 illustrating the interconnection of two layers via trunk and tributary
interfaces as well as comprising components. The modulation and framing of in-
terfaces depend on their layer and capabilities to encapsulate and de-encapsulate
data. The framed data is transmitted with a specific bit rate, the interface’s capac-
ity. Two interfaces must use the same data encoding, i.e., modulation, framing,
and capacity, to be compatible. By the interconnection of two layers, data might
also be aggregated or de-aggregated via an interface, e.g., a muxponder, or during
the switching process at the basic node, to increase the resource utilization.

The interconnection of two sites across multiple layers and intermediate sites
may involve cascaded encapsulation and aggregation of data at each layer as
well as the de-encapsulation and de-aggregation of data at intermediate sites.
Figure 2.16 illustrates a multi-layer path between three sites on which data is
encapsulated and de-encapsulated several times such that data can be processed at
the corresponding layers. The figure also illustrates that not all data exchanged by

41



2 Background and Modeling

basic node

slot

slot

slot

slot

slot card

port

port

p
o
rt

 c
a
rd

in
te

rf
a
ce

(t
ru

n
k
)

la
y
er

s 
in

 a
 s

it
e

Gi

Gj

basic node

slot

slot

slot card

port

port

port p
o
rt

 c
a
rd

in
te

rf
a
ce

(t
ri

b
u
ta

ry
)

connectors

Figure 2.15: Interconnection of two layers at a site via interfaces.

two sites must be processed at the same layers. Instead, it is up to the optimization
to find such hubs for grooming data.

2.3.3 Traffic Model

As we consider network construction and network operation, we need to distin-
guish between the traffic requirements of both stages. Since we consider directed
multi-graphs G ∈ G, we consider directed traffic demands as well.

Traffic patterns for network construction usually result from forecasts of
the traffic load, like [41, 45, 108] that is expected to happen at a given
layer/technology between a pair of sites. As such traffic is used for dimensioning
of connections between a site pair, such traffic demands are time-invariant, i.e.,
static or off-line. Thus, our general definition for a static traffic matrix is

Dstat =
{

(α, ω,G, b) ∈ V × V × G ×Bstat | α 6= ω
}
, (2.1)

with α, ω ∈ V being the source and destination site of a demand, G ∈ G giving
the layer the demand starts at, and b ∈ Bstat being the demand’s requested band-
width in Mbit/s out of the set of available bandwidths Bstat, which technology-
dependent comprises a number of granularities as listed in Table 2.3.
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Figure 2.16: Data encapsulations along a multi-layer path across layers and sites.

In contrast, a network operator deals with ad-hoc traffic requests between site
pairs which start at a certain layer and last for a certain holding time. Thus, traffic
demands arrive and depart over a given simulation time span and are dynamic or
on-line. Thus, our general definition for a dynamic traffic matrix is

Ddyn =
{

(α, ω,G, b, tA, tH) ∈ V×V×G×Bdyn×R+×R+ | α 6= ω
}
, (2.2)

with b ∈ Bdyn being the bandwidth request of a dynamic demand where Bdyn

may be an arbitrary set, which is not given by equipment granularities, tA being
the point in time of arrival, and tH being the holding time of the demand. The
definition of α, ω, and G remains unchanged compared to Dstat.

There are many ways to define traffic patterns to create traffic matrices. The
authors of [109] propose traffic classes based on services and consider the dis-
tance between sites as well as their population. In [42], an introductory to differ-
ent numerical models for demand creation is given while [110] uses data based
on measurements. In the course of this work, we focus on two schemes for traf-
fic matrices. On the one hand, we consider population-based traffic matrices in
which the population ratios determine the amount of traffic transferred to another
site. The population model is based on the population data π(v) of a site v ∈ V
taken from recent governmental statistic. The number of demands between a pair
of sites x, y ∈ V is determined by

nx,y =

⌈
π(x) · π(y)∑

a,b∈V,a 6=b π(a) · π(b)

⌉
and nx,x = 0. (2.3)

On the other hand, we study uniform traffic patterns which are homogeneous
and more academic. The uniform model creates a given number of K demands
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between any two sites, i.e.,

nx,y = K and nx,x = 0, (2.4)

which leads to the notion of theK-uniform traffic pattern. For the sake of simplic-
ity, we focus on a homogeneous bandwidth distribution for all traffic demands.
However, this is not a limitation of the presented approaches.

In the following chapters, we cover the construction and operation of multi-
layer networks. We focus on multi-layer network design, multi-layer network
resilience, and multi-layer network provisioning while focusing on deterministic
heuristics to approach the different optimization problems.
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I love this plan! I’m excited it could work!

“Ghost Busters”, 1984.

In the previous chapter, we presented the background and principles needed
to understand the optimization problems considered in this work. In this chap-
ter, we approach the design methods for the construction of multi-layer networks
that suit given requirements of network operators. Our focus is on the evalu-
ation of parameters, the minimization of cost with regard to Capital Expendi-
tures (CAPEX), and the maximization of fulfillment with regard to static traffic
demands requested by the network operators.

We introduce the Auxiliary Cross Layer (AXL) algorithm, which is a heuristic
multi-layer network design approach. A from-scratch design of multi-layer net-
works is pursued, which maximizes the degrees of freedom but also results in
a high computational complexity. In general, a slightly modified and extended
variant of the CAPEX model from the IST NOBEL phase 2 project [35] is used,
which was introduced in Section 2.3. However, we try to be as technology ag-
nostic as possible except for some special requirements of optical technology.
Studies are performed on the drawbacks caused by the heuristic approach and
it is shown how to mitigate these drawbacks. We analyze the impact of differ-
ent network architectures comprising the availability of equipment and perform
studies on cost variations. The content of this chapter is the base of Chapter 4 on
multi-layer network resilience as well as for Chapter 5 on dynamic provisioning
of such multi-layer networks.
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Figure 3.1: The overall work flow with models, parameters, and algorithms [4].

3.1 Heuristic Approach

The following sections give an overview of our approach to multi-layer network
design. We present a heuristic algorithm for this purpose and introduce basic
means to evaluate multi-layer networks.

3.1.1 Overview and Foundations

In Chapter 2, we described the space of parameters of multi-layer network con-
struction regarding input, equipment, and optimization. In general, we consider
the construction of a multi-layer network from scratch, i.e., only a physical topol-
ogy of fiber ducts is assumed to be given. As stated in Section 2.3, we consider
static traffic demands in this chapter, which are given by a traffic matrix Dstat

defined by the customer – a network operator. We focus on CAPEX models and
deterministic heuristics to evaluate our refined component model presented in
Section 2.3.1. An overview of the overall work flow of models, parameters, and
algorithms for multi-layer network design is shown in Figure 3.1.

To handle the multi-layer network design optimization problem, we integrated
all steps of the work flow into a Java R©-based software application. The software
is called Multi-Layer Network Engineering and Optimization (MuLaNEO) [4,16]
and is based on our Multi-Layer Visualization Tool (MuLaViTo) [14] to visual-
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Figure 3.2: Visual relations of modeling and tooling with MuLaNEO [16]
on an exemplary multi-layer network.

ize the resulting multi-layer networks. MuLaNEO provides flexibility in terms of
algorithms and allows to define and to evaluate components as well as architec-
tural models via Extensible Markup Language (XML), traffic patterns, and more.
Some of the relations of visualization to modeling and evaluation are illustrated
in Figure 3.2 for a small exemplary multi-layer network instance, which was de-
signed using MuLaNEO.

3.1.2 Auxiliary Cross Layer Algorithm

In this section, we present our Auxiliary Cross Layer (AXL) algorithm [8,12] for
multi-layer network design. The algorithm is decomposed into five main steps,
which are described in a canonical fashion.
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Basic Principle

The work flow of the proposed heuristic algorithm is illustrated in Figure 3.3.
Initially (Step 1), the set of interfaces I ⊂ C defined in the CAPEX model C, cf.
Section 2.3.1, is analyzed. This results in the creation of an auxiliary construct,
the interface tree TI , which contains all possible interface combinations to con-
nect any layer G ∈ G to the physical layer G0, which contains the immutable
physical connections of sites in the multi-layer network.

Following (Step 2), the heuristic sequentially processes all traffic demands
d ∈ Dstat. The heuristic uses the given input order of the demands to reduce
the complexity of the considered optimization problem. Otherwise, a factorial
number of orders (|Dstat|!) needs to be considered to find the optimum. The con-
sequence of this simplification are discussed in Section 3.2.3.

In principle, traffic demands may originate in any layer of a multi-layer net-
work, e.g., there might be demands on Internet Protocol (IP) layer as well as
Synchronous Digital Hierarchy (SDH) layer. Thus, we denote by G(d) the layer
a demand originates from. For each interface combination t ∈ TI that connects
G(d) to the physical layer G0 (Step 3), the heuristic gathers the free resources
of each traversed layer in a free resource graph Gfree. Thus, Gfree consists of all
links with free resources of the traversed layers. An ordinary Constrained Short-
est Path First (CSPF) algorithm can be used to search for paths in Gfree. The
resulting paths consist of edges of different layers and are added to a candidate
list for the current demand (Step 4).

If candidate paths (Step 5) exist, the equipment cost is evaluated to comple-
ment the candidate paths in Gfree to valid multi-layer paths according to t ∈ TI

in G. Greedily, the candidate path with lowest cost is chosen and the equipment
required for path completion is installed. If no path with sufficient free resources
exists, the demand would be blocked. In this case, we try to alter existing resource
allocations such that creating the required resources allocations gets possible.

These steps are repeated for each demand d ∈ Dstat. Next, the individual steps
of the heuristic are described in detail.
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Figure 3.3: Schematic flow chart of our multi-layer network design heuristic.
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Creation of an Interface Tree

The possibilities to hierarchically connect a layer to any other layer via trunk
interfaces can be represented by an interface tree TI . An exemplary interface
tree is illustrated in Figure 3.4. In Figure 3.4a, a trunk interface, which connects
to a certain lower layer, is assigned to each branch in the tree. The tree lists
the interfaces i1 ∈ Ixy , i2, i3 ∈ Iyz , i4 ∈ Ixz , where Iab ⊂ I is the set
of interfaces connecting layer Ga to lower layer Gb. Thus, interfaces i1 and i4
differ in the layer they connect to, while interfaces i2 and i3 connect to the same
layer but differ, e.g., in the provided capacity. Each path in the tree from the root
to a leaf is a possible configuration to connect layersGx andGz . The highlighted
path in Figure 3.4a is (i1, i3).

We introduce a formalism TmI to describe the interface tree to connect layer
Gm to the physical layer. To that end, we use a set of tuples of trunk interfaces,
which is given by

TmI :=
{

(i1, i2, . . . , ik) ∈ Ix1y1 × . . .× Ixkyk |

x1 = m ∧ . . . ∧ yij = xij+1 ∧ . . . ∧ xk = yk = 0
}
.

(3.1)

This set of tuples of interfaces is mapped to a set TmG of tuples of layers that are
traversed when a certain interface configuration in TmI is used. The mapping is
given by

TmG :=
{ (

G(i1), . . . , G(ik)
)
⊆ Gk | (i1, i2, . . . , ik) ∈ TmI

}
. (3.2)

Thus, each tuple of interfaces in TmI corresponds to a tuple of layers in TmG .
The combination of TmI and TmG defines at which layers data is processed and
how data is encapsulated using interfaces and vice versa, as depicted in Fig-
ure 3.4b. For instance, the highlighted path in Figure 3.4a is (Gx, Gy, Gz) ∈ TxG .
The layer configurations given by TmG are used to create free resource graphs,
which are defined next.
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Figure 3.4: Possibilities to connect multiple layers via interfaces.

Selection of Traversed Sites

The selection of the traversed sites for a multi-layer path depends on the ex-
istence of paths with sufficient resources. Considering a single layer at a time
cannot always yield an optimal solution. For example, there might be no path
with sufficient resources between two sites on any layer in G. Thus, the set-up of
a completely new path would be required.

Therefore, we developed the AXL algorithm [8, 12]. Instead of always set-
ting up a completely new path, the AXL approach allows to use resources that
cannot make up a valid multi-layer path by their own, but for which it might
be less expensive to complete these existing resources to a valid path than set-
ting up a new one. Therefore, we evaluate all layer configurations given by
T
G(d)
G for the processing of a demand d ∈ Dstat originating at layer G(d).

For each tuple t = (l1, . . . , lk) ∈ T
G(d)
G , we define a free resource graph

Gfree(t, d) =
(
V, Efree(t, d)

)
, which consists of the edges Efree(t, d) of all lay-

ers listed in t with sufficient free resources for the bandwidth request of d. The
construction of Efree can be formulated as

Efree(t, d) :=
{
e ∈ El | l ∈ (l1, . . . , lk) = t ∈ T

G(d)
G

∧ rfree(e) ≥ b(d)
}
.

(3.3)
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The layer of the edges implies a rating, which is based on two rules of thumb
derived from the CAPEX model C. On the one hand, using edges in lower lay-
ers is usually less expensive, e.g., IP equipment is more expensive than Optical
Channel (OCh) equipment on a per-bit basis. On the other hand, using an edge
in the physical layer, a fiber, for the first time implies high cost as this means that
additional equipment has to be installed in all envisaged layers at the source and
destination of this fiber. We represent this rating by applying a weight function
waxl : Efree 7→ R+ on the edges of Gfree, which we define as

waxl(e) :=


γ
(
G(e)

)
· rfree(e)

rtotal(e)
if G(e) > 0,

1 if G(e) = 0 ∧ e is unused,

∞ otherwise,

(3.4)

where the rating function γ : G 7→ R+
0 is defined as γ(l) := l/|G| in this work.

Considering the utilization of the edges [12] proved a significant enhancement to
the AXL algorithm presented in [8]. To find paths in the weighted free resource
graph, any k-shortest path algorithm [111] as well as Dijkstra [59] can be used.

Completing AXL Paths to Multi-Layer Paths

With the previous steps of the algorithm, a weighted free resource graph
Gfree(t, d) was created for each layer configuration t ∈ T

G(d)
G and CSPF al-

gorithms were used to find candidate paths providing sufficient resources for the
current demand d ∈ Dstat.

As mentioned before, the candidate paths found in Gfree(t, d) may contain
edges from any layer given by the layer configuration t ∈ T

G(d)
G . Hence, the

candidate paths have to be complemented with further equipment to make up a
valid multi-layer path for the given layer configuration t. In particular, we have to
ensure connectivity of the source and destination of demand d atG(d). Figure 3.5
shows an exemplary AXL path with three layers. The dashed edges need to be
installed in addition to create a valid multi-layer path from the AXL path.
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Figure 3.5: Required complement of an AXL path.

We calculate the components that need to be installed to complement the AXL
candidate paths according to the corresponding interface configuration T

G(d)
I in

a bottom-up fashion and determine the additional CAPEX caused by this com-
pletion. In this step, we can apply additional constraints and influence design
decisions. We can even reject path candidates by assigning them infinite cost.
Especially, this flexibility is used to consider different kinds of grooming in Sec-
tion 3.3.1. Finally, we select the cheapest of the candidates and install the required
equipment complement.

Re-Design

The steps of the algorithm presented up to here mostly work in a top-down fash-
ion by handing the requirements of one layer down to the next lower layer. If
no path with sufficient free resources can be found, a demand would be blocked.
To avoid blocking, we consider re-design approaches to alter existing resource
allocations such that new resources are established to carry further demands. As
described in Section 2.1.1, different multiplexing techniques in different layers
can be combined to increase the utilization of the physical resources but the addi-
tional equipment also increases CAPEX. An optimal network-wide re-design is a
complex task as it requires that all established traffic demands are considered for
de- and reallocation of resources. Hence, our heuristic focuses on the re-design of
single edges in logical layers and applies the following two strategies to increase
the amount of available resources where appropriate.
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Interface upgrades: As long as few demands are in the network, inexpensive
interfaces providing few resources are installed to minimize cost. If the resources
of these interfaces are exceeded, we can replace them by more expensive inter-
faces providing more resources to be able to carry further demands. The new
interface is selected according to its cost to keep CAPEX minimal. With this
modification, additional resources are created without changing existing topolo-
gies. Additional cost occurs for exchanging the interfaces.

Aggregation at intermediate layers: If possible, additional transport layers
are avoided for cost reasons. However, an additional transport layer can provide
additional resources as an intermediate indirection between two layers that are
already in use. The most common case in our studies is the use of the Optical
Multiplex Section (OMS) layer and its Wavelength Division Multiplex (WDM) ca-
pabilities when the number of demands increases and more resources are needed.
The routing of existing logical edges is changed to make use of the intermediate
transport layer. The equipment associated with these edges is changed accord-
ingly and the additional cost is considered.

Both re-design approaches create new free resources, which are available in
the free resource graph and can be used to aggregate further edges to mitigate
resource blocking and increase resource utilization. Hereby, resources are handed
from lower to higher layers in a bottom-up fashion. If new resources were created,
the path finding is repeated for demand d. As the heuristic is deterministic, the
inability to create new resources would prevent infinite re-design loops.

Wavelength Continuity

While we pursue the routing part of the Routing and Wavelength Assignment
(RWA) problem, we neither perform an explicit wavelength assignment nor en-
sure wavelength continuity, i.e., the availability of the same wavelength along
a path in the optical layer. This can be justified by two reasons. First, today’s
technology can provide up to 160 wavelengths per fiber [44]. However, we only
consider 40 wavelengths per fiber strand which significantly stays behind the pos-
sibilities of today’s technology to avoid these considerations. Second, wavelength
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converters can be used, which can increase wavelength reuse by 10− 40 % [51].
Thus, the RWA is assumed to be solved in a separate post-processing step, as
done in [88].

With these steps, we are able to create a multi-layer network for given traffic
matrices. Next, we consider means to evaluate the solution found by our heuristic.

3.1.3 Metrics and Objectives

Multi-layer network design is a multi-objective optimization problem, i.e., sev-
eral objectives have to be considered to find the optimum that fulfills all require-
ments. In our approach, we consider at least two optimization objectives, the
minimization of CAPEX and the maximization of the number of demands car-
ried by the multi-layer network. Without the second objective, the apparent result
would be an empty network. To evaluate the optimality of a multi-layer network,
we introduce a couple of metrics to compare the results for different parameters.

Overall cost: The design algorithm installs components at sites in different
layers of the resulting multi-layer network. As discussed in Section 2.3, each
component c ∈ C is associated with a CAPEX value given by the cost function
ζ : C 7→ R+

0 . Thus, we define the overall CAPEX ζ(G) of a multi-layer network
G by

ζ(G) =
∑
v∈V

∑
G∈G

∑
c∈C

ζ(c) ·N(v,G, c), (3.5)

where N : V ×G ×C 7→ N0 denotes the quantity to be installed of a component
c ∈ C at site v ∈ V in layer G ∈ G.

Routed and blocked demands: For several reasons, the proposed network
design approach might not be able to set up a multi-layer network that is able to
carry all requested traffic demands Dstat, cf. Section 3.2. Therefore, we introduce
the number of routed demands nr holding 0 ≤ nr ≤ |Dstat|. Consequently, we
define the number of blocked demands nb by nb = |Dstat| − nr ≥ 0.

55



3 Multi-Layer Network Design

Hannover

Frankfurt

Hamburg
Norden

Bremen
Berlin

Munich
Ulm

Nuremberg

Stuttgart

Karlsruhe

Mannheim

Essen

Dortmund

Duesseldorf

Cologne

Leipzig

(a) Nobel Germany

Aachen

Augsburg

Bayreuth

Berlin

Bielefeld
Brunswick

Bremen

Bremerhaven

Chemnitz

Darmstadt

Dortmund

DresdenDuesseldorf
Erfurt

Essen

Flensburg

Frankfurt

Freiburg

Fulda
Giessen

Greifswald

Hamburg

Hannover

Kaiserslautern

Karlsruhe

Kassel

Kempten

Kiel

Coblenz

Cologne

Constance

Leipzig

Magdeburg

Mannheim

Munich

Muenster

Norden

Nuremberg

Oldenburg

Osnabrueck

Passau

Regensburg
Saarbruecken

Schwerin

Siegen

Stuttgart

Trier

Ulm

Wesel

Wuerzburg

(b) Germany50

Amsterdam

Athens

Barcelona

Belgrade

Berlin

Bordeaux

Brussels

Budapest

Copenhagen

Dublin

Frankfurt

Glasgow

Hamburg

London

Lyon

Madrid

Milan

Munich

Oslo

Paris

Prague

Rome

Stockholm

Strasbourg
Vienna

Warsaw

Zagreb

Zurich

(c) Nobel Europe

Palo-Alto

San-Diego

Boulder

Washington

Atlanta

Urbana-Champaign

Ann-Arbor

Lincoln

Princeton

Ithaca

Pittsburgh

Houston

Salt-Lake-City

Seattle

(d) Nobel U.S.

Figure 3.6: The four considered physical topologies [110,112]. (Remark, the No-
bel U.S. topology is rotated counter-clockwise by 90 degrees.)

Normalized cost: The overall CAPEX ζ(G) of a multi-layer network is not a
suitable criterion to compare cost on different algorithms or parameters. There-
fore, we normalize the overall CAPEX by the number of routed demands and the
average length of the paths in the physical layer h0 = 1

nr

∑
d∈Dstat |RG(d),0|, i.e.,

ζ(G) =
ζ(G)

nr · h0

. (3.6)

3.1.4 Topologies and Traffic Patterns

Besides a component and CAPEX model C, we rely on two basic input param-
eters, the physical topology and the envisaged traffic matrix for the network de-
sign. In the course of this work, we focus on four physical topologies depicted
in Figure 3.6, which comprise the geographic area of Germany, Europe, and the
United States. These are the Nobel Germany, Germany50, Nobel Europe, and
Nobel U.S. topologies, which are available from the Survivable Network Design
library (SNDlib) project [112] and mostly contributed via cooperations with large
telecommunication providers [110]. Table 3.1 lists all key parameters of the four
topologies. The sites of the Nobel Germany topology are a sub-set of the Ger-
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Table 3.1: Details on the considered network topologies [112].

Topology (short name) |V| |E0| |Dstat|

Nobel Germany (G17) 17 52 121
Germany 50 (G50) 50 176 662
Nobel Europe (EU) 28 82 378

Nobel U.S. (US) 14 42 91

many50 topology. Thus, the Nobel Germany topology can rather be thought of as
a backbone topology.

Regarding the traffic matrices that are to be carried by multi-layer networks
on top of these physical topologies, we pursue the two approaches presented in
Section 2.3.3. On the one hand, we consider population-based traffic matrices, in
which the population ratios determine the amount of traffic transferred to another
site. These traffic matrices are based on the population data π(v) of a site v ∈ V ,
which is taken from recent statistics and is indicated by different sizes of sites
in Figure 3.6. On the other hand, we study homogeneous traffic patterns (K-
uniform), which are more academic and create a given number of K demands
between any two sites. For the sake of simplicity, we focus on a homogeneous
bandwidth distribution for all traffic demands. However, this is not a limitation of
the presented approaches.

In the following sections, we study different variants of the algorithm pre-
sented in Section 3.1.2 in combination with different parameters and use the in-
troduced metrics to evaluate the resulting multi-layer networks.

3.2 Characteristics of Design Heuristics

In this section, we consider different parameters of our heuristics to examine their
impact on the results of the heuristics and analyze the characteristics of the pro-
posed heuristic optimization approach. Moreover, we investigate means to miti-
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gate the impact of the heuristic and continue our analysis with these parameters.
In this section, we use the CAPEX model defined in Section 2.3 with all available
technologies and without any modifications.

3.2.1 Topologies and Traffic Patterns

In the following, we outline the impact of the underlying physical network topol-
ogy as well as the envisaged traffic matrix on the resulting multi-layer network.

To that end, we set up homogeneous as well as population-based traffic
matrices for the IP layer. For simplicity, we use a 1-uniform homogeneous
traffic matrix (K = 1). In a first study, we consider an average bandwidth
E[Bstat] = 10 Gbit/s and perform evaluations for all four physical network
topologies introduced in Section 3.1.4. The results of this study are depicted in
Figure 3.7. Figure 3.7a shows the resulting overall CAPEX ζ(G) for each pair of
topology and traffic pattern. Thereby, all requested traffic demands can be routed
in all cases. However, the number of traffic demands drastically differs for the
different topologies as |Dstat| = |V| · (|V| − 1) for the homogeneous traffic pat-
tern. Thus, the overall CAPEX is not suited to compare multi-layer networks with
different physical topologies and traffic matrices.

For this purpose, we consider the normalized CAPEX ζ(G) of a multi-layer
network, which is illustrated in Figure 3.7b for the same test cases. As defined
in Equation 3.6, this metric respects the number of routed demands nr and the
average path length h0 in the physical layer of all demands. In the considered
evaluations, normalized cost proves to be a suitable metric to compare multi-layer
networks on different physical topologies and traffic patterns, like population-
based and 1-uniform, with a slight variation of a few percent.

As homogeneous and population-based traffic patterns make up a difference of
a few percent with regard to normalized CAPEX ζ(G), we restrict the following
studies to homogeneous traffic patterns.
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Figure 3.7: The four considered topologies with different traffic patterns.

3.2.2 Cost Structures and Increasing Traffic

Besides the overall CAPEX of a multi-layer network, we want to outline the com-
position of multi-layer networks into components and component groups sepa-
rated by layers with increasing traffic.

First, we analyze the quantity of installed components per technology split up
into the four component groups (nodes, slot cards, port cards, interfaces) defined
by the CAPEX model in Section 2.3. Figure 3.8a shows the installed quantity of
components caused by a homogeneous, 1-uniform IP traffic matrix on the No-
bel Germany topology. The figure shows several CAPEX model specific proper-
ties, like the one-to-one relation of port cards to interfaces in the OCh layer and
our zero-cost dummy component extensions. These relations are important when
considering cost variations as done in Section 3.4.

While the overall amount of traffic was kept constant in the last study, we
now investigate the impact of increasing traffic. We use an average bandwidth
E[Bstat] = 10 Gbit/s and scale the traffic matrix by increasing the parameter
K of the homogeneous traffic matrix. Since an increase in overall CAPEX is
quite apparent, we also consider the impact on cost in different technologies of
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Figure 3.8: Cost structure split by component groups and layers as well as impact
of increasing traffic on cost distribution to different layers.

the multi-layer networks. Therefore, we separate the cost by individual layers as
depicted in Figure 3.8b.

We choose the Nobel Germany topology, which is well suited for increasing
traffic. The case for K = 1 is identical to the ones depicted in Figure 3.7. The
results from Figure 3.8b are twofold. On the one hand, we see that IP equipment
is the dominant cost factor in all three evaluations. It is followed by OCh equip-
ment, which mostly comprises optical transponders and muxponders. Last, the
WDM components of the OMS equipment make up a fraction of the overall cost.
On the other hand, the evolution of cost for the different technologies is illustrated
with increasing traffic. It shows that the OMS cost more or less stagnates as al-
most all sites have been equipped with OMS components already for the smallest
traffic matrix. In contrast, the OCh cost shows an almost linear increase with the
additional number of demands. Finally, the IP cost rather increases exponentially
which is for two reasons. First, the CAPEX model considers a dramatic cost in-
crease from 16.67 to 111.67 cost units when the smallest available IP node needs
to be upgraded to the next higher one which is a multi-chassis node. Second, the
price of an IP interface at 40 Gbit/s is more than four times higher then the price
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of one at 10 Gbit/s. However, multi-chassis nodes as well as 40 Gbit/s interface
are required to carry the highest considered traffic scaling (K = 4).

3.2.3 Impact of Demand Order

As mentioned in Section 3.1.2, the proposed heuristic processes demands sequen-
tially and uses the given input order of the traffic demands, which reduces the
complexity of the considered optimization problem. In contrast to Integer Linear
Programs (ILPs), this creates a new optimization sub-problem to find an optimal
order of demands.

The demand order has a strong impact on CAPEX and an inappropriate de-
mand order might cause drastically increased CAPEX as well as blocking of
demands. Therefore, we consider different demand order strategies that we com-
pare in the following. We evaluate (a) the number of hops of the shortest path
in the physical layer, as also done in [84], and (b) the bandwidth of a demand.
Both strategies can be applied in ascending or descending order. In addition, we
hypothetically consider two more elaborated strategies:

• Determining the demand order by evaluating which demand would be the
cheapest to route next (greedy look-ahead strategy). However, this ap-
proach requires |Dstat| ·

(
|Dstat|+ 1

)
/2 runs.

• Considering all |Dstat|! demand orders which yields the optimal order.

In general, look-ahead strategies cannot guarantee an optimal order as demands
chosen at the beginning – due to their originally low cost – can lead to more
expensive results for following demands.

We demonstrate the performance of the proposed strategies and compare them
with 100 random demand orders. The results for the Nobel Germany topology
are shown in Figure 3.9. For the sake of completeness, Table 3.2 lists the main
results for all considered topologies and shows that the values are in the same
order of magnitude.
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Figure 3.9: Different demand order strategies upon the Nobel Germany topology.

The Cumulative Distribution Functions (CDFs) for CAPEX shown in Fig-
ure 3.9a indicates a gap of almost 40 % in CAPEX between best and worst de-
mand order strategy. This stresses the importance of the demand order. Due to the
consideration of a homogeneous bandwidth distribution, the results for the strate-
gies with sorting by bandwidth are not illustrated. However, additional studies on
bandwidth ascending and descending demand order were performed, which al-
low to draw the conclusion that sorting by bandwidth has some impact, which
is rather negligible. Furthermore, we see that sorting by hops in descending or-
der (hops desc) performs very good while sorting by hops in ascending order
(hops asc) performs worst in our studies. This finding is confirmed for the other
topologies as well.

Figure 3.9b depicts the evolution of cost for the best and worst case, i.e., hops
in descending and ascending order, respectively. The figure shows that the hops-
descending strategy leads to higher cost up to the 160th demand compared to
the hops-ascending strategy. However, the additional cost spend in the beginning
opens up the possibilities to realize further demands at lower cost compared to
hops-ascending. This also emphasizes once more the inappropriateness of look-
ahead strategies for cost-aware multi-layer network design.
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Table 3.2: Results of 100 runs with random demand order.
Topology min. CAPEX avg. CAPEX max. CAPEX std. dev. (σ)

US 4059.19 4937.71 5975.53 392.61
G17 6666.19 8318.22 10610.29 614.03
EU 24532.75 27331.06 38551.34 1638.72
G50 98496.73 105776.97 148353.89 5211.52

As the hops-descending strategy proved to be the best while still being effi-
cient, we use this strategy in all following studies.

3.3 Network Architectures

The network architecture is a decisive factor in multi-layer network design, which
is indirectly given by customer constraints to the available equipment. Thus, we
can achieve different network architectures by varying the CAPEX model C. Such
variations include the removal of certain equipment to prevent that a technology
is used or bypassed. We explicitly do not change any cost values of the CAPEX
model in this section.

3.3.1 Optical Network Architectures

As discussed in Section 2.2.1, there are different ways to restrict grooming in the
Optical Transport Network (OTN), which we split up into OMS and OCh layer.
These OTN architectures are motivated by different kinds to approach the RWA
problem and the existence or absence of wavelength converters.

To explain the following results, we delve into the effects of the different OTN
architectures. An OTN architecture is called opaque if wavelength assignment
is done on a hop-by-hop basis, resulting in a 1-hop OCh topology of light-paths
and all layers above. In this case, wavelength conversion is not necessary as wave-
length continuity on a single hop is always guaranteed and data must be processed

63



3 Multi-Layer Network Design

transparent opaque hybrid
OTN architecture

0

5

10

15

20

n
or

m
al

iz
ed

C
A

P
E

X
ζ

(G
)

(a) normalized CAPEX ζ(G)

transparent opaque hybrid
OTN architecture

0

5

10

15

20

n
or

m
al

iz
ed

C
A

P
E

X
ζ

(G
)

Fiber

OMS

OCh

TDM

CE

IP

(b) normalized CAPEX ζ(G) by layer

Figure 3.10: Different OTN architectures with the Nobel Germany topology.

in a higher layer at each hop. An OTN architecture is called transparent if a sin-
gle wavelength is used for a complete (multi-hop) light-path. The resulting OCh
topology consists of end-to-end light-paths only. This strict requirement is hardly
solvable if no wavelength conversion is considered in the optical layer. A mix-
ture of opaque OTN and transparent OTN is called hybrid, which we considered
in all previous studies. In our case, the hybrid architecture arbitrarily combines
transparent and opaque light-paths to achieve a cost-minimal network design.

As in [88], we consider the three OTN approaches and illustrate the impact on
normalized CAPEX ζ(G) as well as the distribution of cost on individual layers
for the Nobel Germany topology in Figure 3.10. Herein, cost of fiber, Time Divi-
sion Multiplex (TDM), and Carrier Ethernet (CE) are zero and not visible since
none of this equipment was used. Transparent OTN seems to be second to best
of the OTN architectures. In fact, transparent OTN is the most expensive of the
considered variants since it is only able to route nr = 102 of 272 traffic demands
while it is possible to route all demands with the other two OTN architectures.
However, this breaks the comparability of the architectures as setting up further
demands actually means infinite cost for transparent OTN in this study.
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Of special interest are the cost of the individual layers. Transparent OTN is
most expensive mainly caused by the amount of IP equipment due to the direct
light-paths from source to destination of a demand since no intermediate aggre-
gation at IP layer can be performed to use synergies, e.g., at OCh layer. The
opposite approach, opaque OTN, results in lower cost than transparent OTN, but
still enforces the installation of several IP interfaces at each site. Only the hybrid
OTN architecture, as used by our AXL approach, is able to further reduce the
amount of IP interfaces by performing arbitrary grooming.

3.3.2 Multi-Layer Network Architectures

So far, we mostly considered multi-layer networks that contain an OTN transport
layer in addition to the IP layer. However, there are reasons for operators to have
multiple layers. On the one hand, operators need to provide technologies beyond
IP, like Carrier Ethernet or SDH, if there is a sufficient request from customers for
this additional service. In this case, the multi-layer network design needs to take
care of multiple technologies to be able to find an optimal solution. We consider
this case in Section 3.3.3. On the other hand, the consideration of more than just
OTN as a transport technology might be a mean to further reduce cost.

In either case, certain layers are obligatory or forbidden in the multi-layer
network design. The available layers form a multi-layer architecture. A typical
example of such an architecture is IP over OTN (in short, IPoOTN), which de-
termines that only IP and OTN technology may be used. Analogously, we define
IPoTDMoOTN, which uses SDH/SONET as a TDM-based transport layer, and
IPoCEoOTN, which does the same using CE. In addition to these three archi-
tectures, we let our algorithm decide which layers to use to transport the data.
We refer to this scenario by IPoXoOTN where X is arbitrarily chosen from OTN,
TDM, or CE on a per-demand basis.

The results of this comparison on the Nobel Germany topology are depicted in
Figure 3.11. For each multi-layer architecture, Figure 3.11a illustrates the overall
CAPEX of the calculated solution and Figure 3.11b shows the CAPEX split up by
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Figure 3.11: Comparison of four different network architectures.

layer. From Figure 3.11a, we can see that IPoXoOTN and IPoTDMoOTN yield
the most cost-efficient solutions with regard to the considered CAPEX model.
Especially, IPoOTN, which is seen as the simplest architecture from a manage-
ment perspective, is comparatively expensive. Figure 3.11b shows the shift of
IP to CE equipment from IPoOTN to IPoCEoOTN architecture. However, the
overall cost for these architectures is almost identical in the considered scenario.
Figure 3.11b allows to gain an insight how our algorithm is able to achieve a
more cost-efficient solution if the freedom to choose layers per demand is given.
Whilst more cost is spent on IP equipment in the IPoXoOTN architecture, this
can be more than compensated by cost savings in OCh and TDM layer.

The previous two studies covered different network architectures while traffic
only originated from IP layer and further layers were only used for transport. In
the next study, we also use several transport layers but consider traffic on multiple
layers and investigate whether it is reasonable to simplify such an architecture
with regard to CAPEX.
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3.3.3 Tunneling Legacy Services

We showed that having multiple transport technologies within a multi-layer net-
work is reasonable from a CAPEX point of view. However, any additional tech-
nology causes maintenance and management overhead during operation. There-
fore, an ongoing trend for future network deployments is the reduction to the
technologies that are essentially required.

In our case, this is IP/MPLS since we consider this kind of traffic as well
as OTN as a powerful transport network with the potential to be extensible in
the future [39]. As a network operator cannot simply quit contracts for legacy
services, different solutions have come up to transport legacy services like Eth-
ernet or SDH via the IP layer. That means, legacy services are encapsulated and
transmitted through IP and therefore just are seen as additional IP traffic from
the planning point of view. Recent approaches to realize such piggy-backing of
services are Cisco’s Overlay Transport Virtualization (OTV) [113] or Alcatel-
Lucent’s Virtual Private LAN Service (VPLS) [114].

While such approaches lead to reduced management and maintenance over-
head, the consequences regarding CAPEX are not clear. Therefore, we perform
a study on piggy-backing legacy service on the IP layer and compare such a so-
lution to the original multi-layer network providing two services in their original
form. Besides the existence of IP, we consider Ethernet and SDH services as a
second service provided by a multi-layer network. Thereby, all services cause an
identical amount of traffic such that piggy-backing the other service via IP sim-
ply doubles the IP traffic. The results of this study are shown in Figure 3.12. In
Figure 3.12a, we can easily see that this way of simplifying the management and
maintenance raises the overall CAPEX by 50 − 130 %. The reason of this dra-
matic cost increase can be identified by the drastically increased quantity of IP
interfaces, which is illustrated in Figure 3.12b.

As a consequence of the obtained results, a simplification to IPoOTN cannot
be justified from a mere CAPEX point of view. However, the main motivation
to perform such transitions is in reduced Operational Expenditures (OPEX) over
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Figure 3.12: Cost for piggy-backing services on IP/MPLS.

a long time span, which can compensate such initial additional charge. Further-
more, cost is in a continuous process of change. Thus, studies like these need to
be repeated with updated cost values in case of cost changes and their results can
only represent a snapshot of an ongoing development.

To that end, we consider the variability of cost in the following two studies.

3.4 Cost Variations

As stated before, cost studies are snapshots of a certain point in time since the
market of networking equipment is moving continuously. While equipment cost
typically decreases over time, the introduction of new, more powerful equipment,
e.g., 100 Gbit/s interfaces, can break up the current market situation and price
structures. To that end, we perform two studies on equipment cost changes. The
first considers a price discount on a whole technology, while the second investi-
gates the introduction of and the trend towards new more powerful equipment.
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3.4.1 Carrier Ethernet Discounts

As shown in Section 3.3.2, especially Figure 3.11b, Carrier Ethernet is not used
if our algorithm is given the choice to select other layers. This is due to the rather
expensive cost structure of the CAPEX model for Carrier Ethernet equipment,
which was still a new concept at the time this cost model was constituted. We
already stated that a market is continuously changing and the cost of newly avail-
able equipment decreases with time as it gets more and more common.

Therefore, we pick up our former studies but apply a cost reduction factor
φ ∈ {1, 0.75, 0.5, 0.25, 0} on all Ethernet equipment defined in the CAPEX
model C. The results of this study are shown in Figure 3.13. As we can see in Fig-
ure 3.13a, the usage of Ethernet equipment increases with decreasing φ. Hereby,
φ = 0 serves as a theoretical threshold since cost for Ethernet equipment cannot
be further reduced and also shows whether a solution that uses Ethernet is feasi-
ble at all. So in this case, the overall CAPEX is exactly the cost of all equipment
except for Ethernet as Ethernet equipment is for free in this case. Figure 3.13b
shows the impact of the cost reduction on the overall CAPEX ζ(G). Counter-
intuitively, the overall CAPEX increases at first when applying the cost reduction
factor φ < 1. In this case, it is preferable for the greedy heuristic to route a de-
mand using Ethernet layer but this liaison to the Ethernet layer comes at the price
of higher cost for all demands. Thus, the break-even for Ethernet equipment in
this CAPEX model with regard to the cost reduction factor φ is with φ < 0.5 as
is shown by the reduction of overall CAPEX for φ = 0.25.

3.4.2 Increasing Line Rates

The ongoing increase of IP traffic forces network providers to continuously in-
crease the data rates in their IP networks. At the time the CAPEX model [50] was
created, 40 Gbit/s IP interfaces were quite new and their cost-benefit ratio was
higher compared to 10 Gbit/s IP interfaces. In particular, having four times more
capacity comes at a cost increase of factor 5.82 when choosing one 40 Gbit/s
interface over four 10 Gbit/s IP interfaces.
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Figure 3.13: Varying Ethernet cost using a cost reduction factor φ.

Several studies are performed that gradually introduce new line rates. We start
with merely 10 Gbit/s IP interfaces and increase the ratio of 40 Gbit/s IP inter-
faces until it is the only type of interface. For the gradual introduction, cost in-
crease factors of 5.5 and 3.5 are used. The latter seizes a rule of thumb for the
introduction of new equipment and prefers the installation of one 40 Gbit/s IP
interface over four 10 Gbit/s IP interfaces. We use the IPoOTN architecture to
minimize the impact of other technologies.

The results of these studies are depicted in Figure 3.14. The gradual introduc-
tion showed that our algorithms refuse to install 40 Gbit/s IP interfaces as long
as the cost increase factor is greater than four. This behavior would be differ-
ent in cases where 10 Gbit/s IP interfaces do not provide sufficient resources but
can be easily replaced with 40 Gbit/s IP interfaces by the re-design mechanisms
presented in Section 3.1.2. So in general, the acceptance of new more powerful
equipment relies on clear cost benefits if decisions are merely based on CAPEX.

As shown in Figure 3.14a, the overall CAPEX of the 40 Gbit/s IP interfaces is
higher than that of the 10 Gbit/s IP interfaces even though the cost-benefit ratio
is below one. The reasons for this increase are twofold and need to be carefully
considered. On the one hand, the higher granularity of the 40 Gbit/s IP interfaces
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Figure 3.14: Cost modifications causing a shift of 10 to 40 Gbit/s interfaces.

cannot be fully utilized in all cases. Thus, additional capacity is provided but
wasted. On the other hand, the number of interfaces cannot be decreased to the
aspired quarter of the number of 10 Gbit/s IP interfaces, cf. Figure 3.14b.

3.5 Lessons Learned

This chapter proved the versatility of our heuristic approaches in multi-layer net-
work design with regard to the huge number of parameters and degrees of free-
dom, cf. Chapter 2. The efficient implementation of the heuristics in a software
tool [16] that comprises visualization was a prerequisite to get deeper insights
into the complex interrelations of multi-layer networks with different parameters.

We saw that the heuristics introduced in this chapter are able to find solutions
for realistic scenarios and to fulfill their traffic demands. In addition, the sequen-
tial processing of demands allows to easily append additional demands at no extra
complexity. We found that the impact of physical topologies and traffic patterns
can be compensated by means of a specific cost metric that allows for a simple
comparison across these parameters. Our studies on the distribution of cost in
different layers and increasing traffic volumes revealed that the WDM technol-
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ogy in the OMS layer was almost fully deployed in all considered scenarios such
that this could be seen as a constant and rather negligible part. As a result, it
seems eligible to assume OTN equipment, like Optical Cross Connects (OXCs),
at each site. An analysis on the impact of the sequential demand order reveals its
importance for the results of the multi-layer network design heuristics. From this
analysis, we recommend to use the hops-descending strategy.

Studies on the consequences of determining network architectures manifested
a trade-off between cost and complexity with the considered CAPEX model. The
results reveal that neither opaque nor transparent OTN architectures are able to
yield optimal results although these might be preferable for management and
strategic reasons. Given all degrees of freedom, our heuristics showed to find
hybrid OTN solutions that outperform the latter two OTN architectures with re-
gard to CAPEX. The trade-off was confirmed in studies on the impact of general
multi-layer architectures. We found that complex architectures are preferred over
simple ones with regard to the underlying CAPEX model. Again, the best re-
sults are achieved when our heuristics are given the freedom to choose from all
layer interconnections on their own. In our studies, we identified the trade-off be-
tween complexity and CAPEX. Studies on tunneling legacy services reveal that
architectures being simple from a management perspective can be by far more
expensive in terms of CAPEX than more complex architectures. Therefore, the
consideration of CAPEX and OPEX is essential to decide for a network architec-
ture or tunneling legacy services.

Motivated by these findings, we performed studies on cost variations, i.e.,
changing the cost values of the given CAPEX model, to explore its implications.
We showed that CE technology is too expensive in this CAPEX model and, thus,
is not used by our heuristics until cost of CE are reduced by at least 50 %. An-
other study on the gradual introduction of interfaces with higher bit rates reveals
that the cost-benefit ratio of these new interfaces must distinctly drop below 1 to
foster the deployment of such equipment when only CAPEX is considered.

The heuristic and analysis presented in this chapter are the foundation for re-
silience and provisioning in multi-layer networks in the remainder of this work.
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Remember, with great power comes great responsibility.

“Spider-Man”, 2002.

In Chapter 3, we introduced heuristics to design multi-layer networks. The fo-
cus of the previous chapter is on general design principles and their optimization.
In this chapter, we shift our focus to resilient multi-layer network design to ade-
quately cover the large parameter space of resilience in multi-layer networks, as
described in Section 2.2.1.

Protection mechanisms enable to guarantee a certain Quality of Service (QoS)
also in case of failures, i.e., to survive and to recover from certain failures and,
thus, increase a network’s survivability and make it resilient. As we consider
circuit-switching technologies, traffic requires well-defined backup paths. Simi-
lar to Chapter 3, we focus on the minimization of Capital Expenditures (CAPEX).
However, we strive for routing and protecting as many traffic demands as possi-
ble. Evaluations are again performed using the Multi-Layer Network Engineering
and Optimization (MuLaNEO) software [16] briefly described in Section 3.1.1.
The protection heuristics developed in this chapter are based on the design heuris-
tics presented in Chapter 3. We perform an additional evaluation of where, how,
and how much backup capacity is installed to fulfill a traffic demand’s require-
ments. In this chapter, we evaluate the performance of the developed heuristics in
different protection scenarios with respect to CAPEX and fulfillment of require-
ments. Additionally, we study the consequences of failures and different failure
types in multi-layer networks.
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4.1 Necessity and Variants of Protection

Networks comprise a plethora of components. We introduce definitions and struc-
tures of possible failures of these components as well as corresponding protection
mechanisms in multi-layer networks.

4.1.1 Availability and Failures

Contracts between customers and providers formulate Service Level Agreements
(SLAs), which determine, amongst others, the postulated availability of a spe-
cific service. Requirements for availability range up to 99.999 % (so called “five
nines”) or even higher. Consequently, there might be a maximum overall outage
of roughly five minutes per year. Violating such requirements can lead to penalty
fees, which can also be part of an SLA. A statistical, more formal definition of
availability of a network element is the probability pA of a network element to
be operational. This probability is derived from the Mean Time Between Fail-
ures (MTBF), i.e., the average time between the occurrence of two failures af-
fecting the same component, and the Mean Time To Recover (MTTR), i.e., the
average time that a component is not operable after a failure occurred. Thus, the
availability of a network is defined by

pA = 1− MTTR
MTBF

. (4.1)

Failures, e.g., being caused by hardware, software, or human error as well as
natural disaster, decrease the availability.

Thus, network providers need to be able to estimate the frequency of such
failures and their consequences. To that end, studies on the availability of network
nodes and links, e.g., [42, 43], as well as studies on the availability of different
equipment in multi-layer networks, e.g., [85], have been conducted. These studies
provide statistical data for the failure of certain network components and allow
to give a probability for certain failure scenarios [1]. Due to studies [115,116] on
the frequency and extent of typical failures, we focus in this work on three failure
types out of the set of all possible failure scenarios F .
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We consider the set of single physical link failures FE0 with

FE0 =
{
{e} | e ∈ E0

}
, (4.2)

the set of single layer-node failures FV∩G comprising all incident links of a site,
i.e., all links starting (α) or ending (ω) at a site, at a layer G ∈ G, given by

FV∩G =
⋃
v∈V

{
{e ∈ EG | α(e) = v ∨ ω(e) = v}

}
, (4.3)

and the set of single total-node failures FV with

FV =
⋃
G∈G

FV∩G (4.4)

Notably, any of these failure scenarios may cause multiple link failures in a
multi-layer network, which is covered in the following.

4.1.2 Definitions and Metrics

Analogous to Section 3.1.3, we define several terms and metrics for the evaluation
of resilient multi-layer networks.

Protecting layers: In principle, each considered technology can provide a re-
silience mechanism. We denote the set of layers with active protection mecha-
nism, the protecting layers, by GP ⊆ G. For single-layer resilience as considered
in Section 4.2, |GP | = 1 holds and |GP | > 1 holds for multi-layer resilience as
examined in Section 4.3.

Protected layers: A layer above a protecting layer that is protected by this
protecting layer is denoted as a protected layer.

Protected demands: In addition to the number of routed demands nr, cf. Sec-
tion 3.1.3, we introduce the number of demands with backup routings denoted by
np,G , where G ∈ GP . Hereby, 0 ≤ np,G ≤ nr ≤ |Dstat| always holds since it is
possible that no backup path can be found for a routed demand.
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Normalized CAPEX: For resilient networks, the definition of normalized
CAPEX ζ̂(G) differs from ζ(G) defined in Equation 3.6 to consider the defi-
nition of primary and backup paths for a demand in different protecting layers. It
is given by

ζ̂(G) = ζ(G) · h0

nr
·
∏
G∈GP

ĥG,0
np,G

, (4.5)

where ĥG,0 = 1
np,G

∑
d∈Dstat |R̂G(d),0| is the average path length of backup

paths R̂G(d),0 of demand d ∈ Dstat on protecting layer G ∈ GP in the physi-
cal layer.

4.1.3 Shared Risk Groups and Failure Discovery

The use of a hierarchy of transport layers as comprised by multi-layer networks
bears the risk of two characteristic issues caused by the inherent structure of a
multi-layer network.

The first of these characteristics are Shared Risk Groups (SRGs). An SRG is
a set of components whose operability is bound to the operability of another,
common network entity. For example, all links using a common resource form
a group sharing the risk of this resource’s failure. An SRG caused by a single
physical link failure and its consequences in higher layers of a multi-layer net-
work are illustrated in Figure 4.1. Herein, a single failure propagates a cascade
of further failures [53]. Therefore, we distinguish original and subsequent fail-
ures – also called primary and secondary failures [43]. For each failure scenario
Fx ∈ F , we define the set of subsequent failures F sub

x where Fx ⊆ F sub
x ∈ F

holds. In general, SRGs increase the risk of contract penalty fees due to viola-
tions of SLAs and, hence, intensify the importance of resilience mechanisms in
multi-layer networks.

A second characteristic regarding resilience in multi-layer networks is the in-
ability to discover certain failures. Any failure in a protecting layer is detected and
covered by the protection mechanism itself, e.g., by switching from the primary
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(a) fiber, original failure (b) OCh, subsequent failures (c) IP, subsequent failures

Figure 4.1: Subsequent failures of a single link failure in the physical layer.

to the backup path. As described above for SRGs, failures in lower layers propa-
gate to higher layers and, thus, cross any protecting layer, which cares about the
failure. However, failures originating above the highest protecting layer cannot be
detected since protection mechanisms only check for connectivity on the protect-
ing layer but not whether any meaningful data is transmitted. Hence, there is no
malfunction from the point of view of lower layers. Such a situation is illustrated
in Figure 4.2, which might be caused by a failure of an interface or port card.
As a consequence, the logical connection in the protected layer is broken, but no
failure is detected by or signaled to the lower protecting layer. In Section 4.3, we
discuss how such failures can be handled.

In any case, special care must be taken regarding these two characteristics of
multi-layer networks as well as resilience when developing design heuristics for
resilient multi-layer networks.
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Figure 4.2: A failure that cannot be discovered by the protection mechanism.

4.1.4 Characteristics of Protection

Due to the numerous degrees of freedom in network design, there is a variety
of possibilities to realize protection in multi-layer networks. A survey on re-
silience mechanisms and methodologies as well as a classification of protection
variants is given in [53]. The concepts of resilience in multi-layer networks are
also explained in [43] while the Protection Across NEtwork Layers (PANEL)
project [49] focused on multi-layer resilience. We distinguish protection variants
by the following criteria.

Assignment: Backup paths can be assigned in two ways. On the one hand, a
backup path can be assigned link-wise, e.g., to apply protection on a link carrying
important traffic. On the other hand, backup paths can be assigned demand-wise,
i.e., protection is provided on the basis of business models and customer requests.

Disjointness: As mentioned earlier, primary and backup paths need to be dis-
joint to be useful. Hereby, we distinguish disjointness with respect to links, i.e.,
primary and backup paths must not share any common link, and disjointness
with respect to nodes, i.e., primary and backup paths must not pass any common
node except for the source and sink of a demand. In general, node-disjointness
implies link-disjointness since links connect nodes. If the node failure probabil-
ity is rather negligible, link-disjoint protection can be sufficient to guarantee the
desired resiliency.
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(a) path protection (b) link protection

Figure 4.3: Different protection mechanisms for a demand.

Layers: We defined earlier the set of protecting layers GP ⊆ G. For techno-
logical reasons, the physical layer, G0, and the Optical Multiplex Section (OMS)
layer, G1, cannot be chosen for protection since there is no equipment to process
and to duplicate data streams. Depending on the number of protecting layers, we
refer to single-layer resilience and multi-layer resilience.

Path set-up: There are two alternatives with regard to when backup paths
are established. With protection switching, backup paths are set up “a priori”,
i.e., in advance of failures. Traffic is simultaneously sent on primary and backup
paths, i.e., traffic is duplicated. With restoration, backup paths are set up right
after a failure appeared, i.e., “ad-hoc”. There are also combinations of protection
switching and restoration, e.g., to cover multiple failures and set up additional
backup paths when the primary or backup paths are broken due to a failure.

Resource usage: There are two possibilities to use resources for backup paths.
With dedicated usage, backup resources are exclusively reserved for a single de-
mand and are always available for this demand. With shared usage, backup re-
sources can be assigned to multiple demands. In contrast to dedicated usage,
backup resources might not be available in case multiple of the assigned demands
are affected by failures. A general notation for the resource usage defines N pri-
mary andM backup paths,N ≥M . The syntax M+N is used for dedicated and
M :N for shared protection, cf. [42, 43, 53]. In this work, we especially use 1+1

dedicated protection.
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Scope: There are two commonly considered variants in the scope of protec-
tion, path protection and link protection, which are illustrated in Figure 4.3. While
path protection sets up a disjoint path from the source to the sink of a traffic de-
mand, link protection sets up a backup path for each link of the primary path.
Thus, traffic sticks to the primary path as much as possible with link protection,
while it can be completely detoured in case of path protection.

In this work, we focus on the commonly used demand-wise, dedicated 1+1
path and link protection with link or node disjointness in single-layer and multi-
layer resilience scenarios. However, the proposed methodologies, which we intro-
duce and evaluate in the next sections, are not limited to these protection variants.

4.2 Single-Layer Resilience

In this section, we introduce and evaluate algorithms for the design of multi-layer
networks that comprise a single protecting layer.

4.2.1 Algorithms for Single-Layer Protection

The algorithms to be presented for single-layer resilience are based on the heuris-
tics for non-resilient multi-layer network design introduced and evaluated in
Chapter 3. Hence, the following algorithms comprise all parameters used in non-
resilient network design and additionally respect the constraints for resilience
described in Section 4.1.4.

Compared to [8], our “protected” Auxiliary Cross Layer (AXL) algorithm [12]
realizes dedicated 1+1 protection for each traffic demand on a given layer GP
with different resilience requirements. The heuristic sequentially processes de-
mands in the given input order. In general, this demand-wise processing allows
to apply a different resilience mechanism for each traffic demand. For the sake of
simplicity, we apply the same resilience mechanism to each traffic demand. If it is
not possible to set up a backup path for a demand, only the primary path is estab-
lished. We developed three heuristics for single-layer resilience: Separate (SEP),
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path
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apply node-disjoint
resilience constraints

apply resilience constraints for e apply link-disjoint
resilience constraints

calculate backup path in Gfree(t, d) for e

Figure 4.4: Schematic flow chart of resilient path finding extending Figure 3.3.

Alternating (ALT), and Combined (COM) search for primary and backup paths
and corresponding protection mechanisms.

All three heuristics have a common basis to calculate backup paths for traffic
demands, which is illustrated in Figure 4.4 and, in addition to Figure 3.3, covers
the scope and disjointness parameters of protection, cf. Section 4.1.4. The hidden
challenges in the calculation of paths for resilient multi-layer network design are
the disjointness constraints of primary and backup paths, which not only affect
the protecting layers GP but all layers below, especially the physical layer that is
passed by all traffic. The same holds for the re-design mechanisms presented in
Section 3.1.2. In particular, the re-design technique “aggregation at intermediate
layers” must not aggregate edges whose realization must be disjoint in the physi-
cal layer. To that end, we apply the disjointness criteria on the free resource graph
Gfree, introduced in Section 3.1.2, by forbidding those edges from solutions that
would break the disjointness.
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Figure 4.5: Principle of SEP, ALT, and COM protection.

The difference of the three heuristics is in the order in which they calculate and
assign primary and backup paths. The principle of the calculation and assignment
is depicted in Figure 4.5. In case of SEP protection, primary and backup paths
are calculated separately, cf. Figure 4.5a. Thus, primary paths are searched for all
traffic demands first, and backup paths are searched for all routed traffic demands
afterwards. Hence, as many traffic demands as possible can be routed before the
backup paths of traffic demands occupy resources. In addition, SEP protection
can be used for restoration, i.e., ad-hoc set-up of backup paths.

The other two heuristics, ALT and COM protection more and more break up
this separate establishment of primary and backup paths. With ALT protection,
primary and backup paths are searched and assigned alternatingly. Thus, primary
paths of other traffic demands cannot block the search for the backup paths of a
demand. As illustrated in Figure 4.5b, the principles used with ALT protection
are mostly the same as with SEP protection.
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(a) shortest path, no further disjoint path possible (b) disjoint shortest path pair

Figure 4.6: Shortcomings of a shortest path algorithm with the “trap topology”.

The COM protection is the most complex of the three presented algorithms.
It combines and simultaneously runs the search for primary and backup paths
for a traffic demand, cf. Figure 4.5c. Similar to [117], we developed the COM
algorithm to avoid situations, in which an unmodified Constrained Shortest Path
First (CSPF) algorithm cannot find two disjoint paths as illustrated in Figure 4.6.
However, an unmodified shortest disjoint path pair algorithm, like the Suurballe-
Tarjan algorithm [118, 119], proved to be not suitable to find cost-efficient so-
lutions since we need to guarantee disjointness not only in a single layer but
in multiple layers. Therefore, we use k-shortest path algorithms, especially Epp-
stein [120] and Yen [121], to calculate up to k candidates for primary paths. Then,
we evaluate the possibilities to set up corresponding backup paths. In Chapter 5,
we consider resilience in network provisioning, i.e., routing of dynamic traffic
demands on an existing multi-layer network, and use our own variation of the
Suurballe-Tarjan algorithm to guarantee disjointness in the physical layer.

4.2.2 Impact of Protection Algorithms

In the following, we evaluate the impact of the SEP, ALT, and COM protection al-
gorithms on the resulting resilient multi-layer network. For evaluation, we re-use
the Nobel Germany (G17) topology presented in Table 3.1 and apply a homoge-
neous 1-uniform traffic pattern as in Chapter 3. For the moment, we restrict our
evaluations to using the Time Division Multiplex (TDM) layer as the protecting
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Figure 4.7: Performance of SEP, ALT, and COM single-layer protection.

layer, i.e., GP = {G3}. We consider four protection variants, i.e., combinations
of resource usage and scope, cf. Section 4.1.4. These are Path Protection (PP)
and Link Protection (LP) each with Node Disjointness (ND) and Link Disjoint-
ness (LD). In Figure 4.7, we compare the performance of the three single-layer
protection algorithms with respect to the number of routed (nr) and protected
(np,3) traffic demands as well as the path lengths of primary and backup paths
compared to the unprotected case using the plain AXL algorithm, cf. Chapter 3.

Figure 4.7a illustrates the ratio of routed and protected traffic demands to the
overall number of traffic demands, which is |Dstat| = 272 for the G17 topol-
ogy with 1-uniform traffic pattern. With path protection and link disjointness
(PP+LD), all three algorithms are able to route all traffic demands. Except for
ALT protection, which cannot protect 3 traffic demands, all traffic demands can
be protected as well. Regarding the routed demands, the situation is the same
for link protection and link disjointness (LP+LD). Contrarily, COM fails to pro-
tect all demands in this protection variant. The other two evaluations comprise
node disjointness, which is harder to realize than link disjointness. The increased
complexity can be seen for all three algorithms.
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While the three algorithms are able to still route all traffic demands for path
protection and node disjointness (PP+ND), none of them is able to protect all
demands. In this protection variant, SEP protection performs worst and COM
protection performs best. Thus, the separated calculation of primary and backup
paths leads to reduced ability of protection in this case. Finally, with link protec-
tion and node disjointness (LP+ND), SEP and ALT protection nearly keep their
level of protection compared to PP+ND, but COM protection shows a drastic
decline in protected demands.

Concluding, all algorithms are able to route all demands while the effective-
ness in the protection of demands depends on the considered protection variant.
The combined search for primary and backup paths of COM protection performs
best with path protection.

Figure 4.7b depicts the lengths of the primary and backup paths in the physi-
cal layer. For the sake of clarity, we only show minimum, average, and maximum
of the path length distribution over all routed and protected traffic demands. De-
mands that were not routed or protected are not considered in the distribution. We
consider the three algorithms and four protection variants as in Figure 4.7a. For
a clear comparison, we additionally plotted the unprotected case using the AXL
algorithm, which can only show the routed demands and is identical to the val-
ues for primary paths with SEP protection. In general, the average and maximum
length of backup paths are at least twice of the average and maximum length of
primary paths. Due to the per-link assignments, backup paths with link protection
are always longer than with path protection. This seems to be not that dramatic
with LP+ND, but here rather few demands are protected at all.

Additional resources need to be installed to provide protection and path lengths
increase as a consequence of disjointness constraints. Apparently, the overall
CAPEX is increased by protection. Hence, we also evaluate the overall CAPEX
resulting from the single-layer protection algorithms and apply the metric for nor-
malized CAPEX in resilient multi-layer networks ζ̂(G) defined in Equation 4.5.
The results are shown in Figure 4.8.
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Figure 4.8: Resulting CAPEX with different, single-layer resilience algorithms.

In Figure 4.8a, the overall CAPEX ζ(G) is depicted for the three single-layer
protection algorithms. For comparison, the CAPEX value without protection
(AXL) is plotted as a horizontal dashed line. A major finding from this figure
is that the CAPEX is not doubled although additional backup paths are set up
with lengths that are at least twice the path length of primary paths. Comparing
PP+LD and LP+LD shows that link protection is more expensive than path pro-
tection. This is expected as backup paths in link protection are longer since they
have to pass each node of the primary path. For LD+ND, COM achieves lowest
cost, but also cannot protect many demands as aforementioned. Due to different
numbers of routed and protected demands in combination with the algorithms and
protection variants, further conclusions cannot be easily drawn from this figure.

To that end, the normalized CAPEX ζ̂(G), which considers routed and pro-
tected demands as well as path lengths, cf. Equation 4.5, is depicted in Fig-
ure 4.8b. The figure shows that COM protection is the best choice for path protec-
tion. However, COM protection yields slightly higher CAPEX with LP+LD and,
in case of LP+ND, a drastic increase. The latter indicates that COM protection
cannot protect as many demands as the other protection algorithms. In summary,
ζ̂(G) is better suited to compare the algorithms and protection variants.
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4.2.3 Variation of Protecting Layer

As described in Section 4.1.4, the set of protecting layer GP can be almost ar-
bitrarily chosen from the layers in a multi-layer network. To study the effect of
different protecting layers with single-layer resilience, we focus on the COM
protection algorithm as it shows best the impact of varying the protecting layer
GP ∈

{
{G2}, {G3}, {G5}

}
, i.e., OCh, SDH/SONET, and IP/MPLS, respec-

tively. We do not consider GP = {G4}, i.e., Ethernet, due to the performance
drawbacks caused by inappropriate equipment described in Chapter 3.

Since the different layers do not provide identical equipment with respect to
cost and capabilities, having different protecting layers inherently leads to differ-
ent results and CAPEX. Thus, protecting layers cannot easily be compared as the
different capabilities of the equipment lead to individual routing solutions and
especially different numbers of routed (nr) and protected (np,G ) demands. Fig-
ure 4.9 shows the results of the studies on the protecting layers. In Figure 4.9a,
the number of routed and protected demands is depicted. Apparently, the pro-
tecting layer has a rather low impact on the ability of the protection algorithm to
route and protect traffic demands. This emphasizes our findings in Chapter 3 that
the main cause for such limitations is in the restriction to a single fiber strand in
the physical layer and the degrees of freedom of the underlying network topol-
ogy. In Figure 4.9b, we focus on the impact of the protecting layer on CAPEX. It
shows the normalized CAPEX ζ̂(G) and outlines the importance of the choice of
the protecting layer, which enforces the use of a certain technology and increases
the corresponding cost ratio of this technology. Furthermore, it confirms the find-
ings on network architectures given in Section 3.3.2 that IP is the most expensive
technology in the considered cost model. Compared to IP, the set-up of paths in
the optical layer is less expensive. This advantage of protection in the OCh layer
is only violated for the LP+ND protection variant. With this variant, traffic can be
switched between primary and backup path at each node along the primary path,
i.e., the ability to process data at each node is required. However, OCh cannot
process data itself. Thus, the data has to be sent to higher layers, i.e., not only
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Figure 4.9: Different protecting layers and single-layer resilience.

optical technology is to be installed at each node but also electrical equipment,
like IP. As a consequence, the LP+ND protection variant is not recommended on
the optical layer.

In the next section, the variation of protecting layers is generalized and
|GP | > 1 is considered.

4.3 Multi-Layer Resilience

It might seem sufficient to activate protection on a single layer to cover all con-
sidered failures. However, failures in higher layers cannot be discovered in lower
layers, cf. Section 4.1.3. To that end, we introduce and evaluate heuristics for
CAPEX-aware multi-layer network design with multiple protecting layers.

4.3.1 Algorithms for Multi-Layer Protection

Applying protection in the highest layer (G5 in our model, i.e., IP/MPLS) might
seem to avoid the problems to discover failures in higher layers. For technical
reasons, this is neither always sufficient nor cost-optimal.
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First, traffic in multiple layers, cf. Section 3.3.3, also requires protection in
multiple layers. Second, the Mean Time To Recover (MTTR) usually increases the
higher a layer is in the multi-layer hierarchy, e.g., MTTR of IP takes up to seconds
while SDH can fulfill 50 ms requirements, cf. [42]. Third, there is a trade-off
between protection and corresponding additional cost that also typically increases
for upper layers. Fourth, every protecting layer also requires additional capacity
in all lower transport layers.

Hence, we developed algorithms for CAPEX-aware multi-layer network de-
sign with multi-layer resilience. Herein, interrelations of layers, like considering
the capacity of backup paths in lower layers, require cooperation amongst protec-
tion mechanisms in different layers. To that end, we presume corresponding con-
trol plane and management plane mechanisms as defined in [20]. We developed
three heuristics for multi-layer resilience: Identical Multi-Layer (IML), Disjoint
Multi-Layer (DML), and Recursive Multi-Layer (RML) protection.

IML starts by applying one of the single-layer resilience algorithms presented
in Section 4.2 on the lowest protecting layer and tries to identically replicate
the structures of primary and backup paths in higher protecting layers. Thereby,
existing link resources for backup paths are re-used in higher layers and leave
further paths unused to increase the degree of freedom in finding paths for other
demands. The principle of IML protection is illustrated in Figure 4.10a. However,
a failure on a certain layer breaks all backup paths in higher protecting layers as
well. Thus, IML only provides additional protection for failures in higher layers.

This handicap of IML is eliminated by DML. While DML also starts by ap-
plying one of the single-layer resilience algorithms, DML searches new backup
paths for each protecting layer that are disjoint in the physical layer to all lower
primary and backup paths of the current traffic demand. As the degrees of free-
dom for paths in the physical layer are limited, it is more likely with DML that not
all protecting layers can provide a backup path compared to IML. The principle
of DML protection is illustrated in Figure 4.10b.

With RML, primary and backup paths are recursively searched for each lower
primary and backup path in a top-down fashion and all primary and backup paths
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Figure 4.10: Principles of IML and DML multi-layer protection.

need to be disjoint in the physical layer to avoid Single Point Of Failures (SPOFs).
Due to the recursiveness, RML requires a lot of resources. For example, three
protecting layers already require eight-fold protection in the physical layer where
all eight paths need to be disjoint from each other. Consequently, RML is only
reasonable for tightly meshed topologies with many degrees of freedom in path
finding. Since none of our considered topologies is able to sufficiently fulfill these
requirements, we do not further focus on RML nor provide evaluations for it.

In conclusion, IML is efficient with resources but does not provide a lot of
additional protection, while RML provides a lot of additional protection but is
very expensive and therefore only applicable in special cases. Thus, DML is a
reasonable compromise.

4.3.2 Impact of Algorithms and Topologies

In this section, we evaluate the performance of multi-layer resilience algorithms
and the impact of physical topologies with respect to resulting CAPEX and to
the number of protected demands. For this study, we evaluate IML and DML
protection on the Nobel Germany (G17) and Germany50 (G50) fiber topologies.
Both multi-layer protection algorithms are evaluated with underlying SEP and
COM single-layer protection, which showed different behavior in Section 4.2. As
in the previous evaluations, we use the homogeneous, 1-uniform traffic pattern on

90



4.3 Multi-Layer Resilience

IML DML
protection

0.0

0.2

0.4

0.6

0.8

1.0

1.2

1.4

ra
ti

o
of
n
r

an
d
n
p,
G

to
m

ax
im

u
m nr, G17

nr, G50

np,3, G17

np,3, G50

np,5, G17

np,5, G50

(a) SEP

IML DML
protection

0.0

0.2

0.4

0.6

0.8

1.0

1.2

1.4

ra
ti

o
of
n
r

an
d
n
p,
G

to
m

ax
im

u
m nr, G17

nr, G50

np,3, G17

np,3, G50

np,5, G17

np,5, G50

(b) COM

Figure 4.11: Ratio of routed and protected demands with different underlying
single-layer resilience algorithms and physical topologies.

the IP layer, which results in |Dstat| = 272 for the G17 topology and |Dstat| =

2450 for the G50 topology. For multi-layer resilience, we use GP = {G3, G5} in
this study since both layers proved to work well with SEP and COM single-layer
protection. Thereby, we focus on path protection with link disjointness (PP+LD)
as it proved to be the least restrictive protection variant in Section 4.2. The results
of this study are shown in Figure 4.11 and Figure 4.12.

Figure 4.11 depicts a comparison of IML and DML protection with respect
to the number of routed and protected demands on each protecting layer defined
in GP . The evaluation in Figure 4.11a shows the results when using underlying
SEP single-layer protection, while COM single-layer protection was applied for
Figure 4.11b. While SEP and COM protection performed equally well on the
PP+LD scenario with single-layer resilience in Section 4.2, both algorithms show
a different behavior with IML and DML multi-layer resilience. In addition, we
perform the studies with G17 and G50 topologies, cf. Table 3.1. These topologies
do not only differ in the number of nodes, but also in the number of edges and
the resulting node degrees that is important for the degrees of freedom in finding
disjoint paths in the physical topology.
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Figure 4.12: Overall CAPEX ζ(G) with different underlying single-layer re-
silience algorithms and physical topologies.

On the G17 topology, IML performs slightly better with SEP than with COM
protection. With DML protection, neither SEP nor COM protection are able to
protect all demands on both layers. However, COM protection is able to protect
more demands than SEP protection. The differences become clearer on the G50
topology. Due to the separate search for primary and backup paths, SEP protec-
tion is still able to route all demands in contrast to COM protection. However,
the underlying COM protection is able to protect more demands than SEP since
the combined search for primary and backup paths deals more efficiently with
resources in the physical layer that can be used for further disjoint backup paths
needed for DML. In general, DML protection is only able to protect up to 30 %
on layerG5. This already shows the immense constraints put by DML protection
to find three disjoint paths in case of two protecting layers.

Figure 4.12 shows the overall CAPEX of the protection algorithms in the con-
sidered scenarios split by the underlying topology. With underlying SEP protec-
tion, the cost for IML protection is only about 20 % higher than the cost for
single-layer protection depicted in Figure 4.8a for the G17 topology. For an un-
derlying COM protection, the difference in cost is even lower, at about 10 % but
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again not all demands are protected. In general, this outlines that IML protection
can be cost-efficiently realized. All results for DML protection have lower cost
than IML. However, the constraints regarding path disjointness of DML protec-
tion yield incomplete multi-layer resilience as we saw before.

4.3.3 Selection of Protecting Layers

In this section, we generalize the variation of a single protecting layer performed
in Section 4.2.3 to multiple protecting layers. In general, there are

(
m
n

)
possibil-

ities to choose the layers in GP when considering m available and n protecting
layers. For this study, we restrict ourselves to scenarios with two protecting lay-
ers, i.e., n = |GP | = 2. Since fiber and OMS cannot be used as protecting layers
and we excluded the Ethernet layer in Section 4.2.3, i.e., m = 3, this leaves us
with three possibilities, GP ∈

{
{2, 3}, {2, 5}, {3, 5}

}
.

We use underlying COM protection with PP+LD protection variant as it
proved to perform well, both with single-layer and multi-layer resilience, cf. Sec-
tion 4.2 and Section 4.3.2. As the results presented in Section 4.3.2 showed that
DML protection heavily depends on the degrees of freedom in the physical layer,
we focus on IML protection for the evaluation of different protecting layers on
multi-layer resilience. The results of this study are depicted in Figure 4.13.

The number of routed and protected demands is shown in Figure 4.13a. It can
be noticed that the number of routed as well as protected demands distinguish
with different GP . While GP = {2, 3} and GP = {3, 5} only differ marginally
with respect to the number of routed and the number of protected demands in the
first and second protecting layer, the performance of GP = {2, 5} is about 10 %
lower. This difference results from the equipment of the protecting layers.

The consequences of GP on the overall CAPEX are illustrated in Figure 4.13b.
Herein, GP = {2, 5} proves to not only be a bad choice with regard to numbers
but also is almost twice the cost of GP = {2, 3} for an underlying G17 as well
as G50 topology. While GP = {3, 5} is slightly better than GP = {2, 3} with
respect to the number of routed and the number of protected demands in the
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Figure 4.13: IML protection with different protecting layers and underlying phys-
ical topologies.

first and second protecting layer, this comes at an enormous increase of cost.
Therefore, GP = {2, 3} seems to be the best choice for multi-layer resilience in
the considered CAPEX model.

In the next section, we evaluate how well the presented algorithms for single-
layer and multi-layer resilience are able to cover different failure scenarios.

4.4 Analysis of Failure Effects

So far, algorithms to create resilient multi-layer networks were presented that
prevent the consequences of catastrophic failures in multi-layer networks. On the
basis of our analysis of failure effects in [12], we now evaluate the consequences
of different failure types and the effectiveness of our algorithms.

4.4.1 Impact of Shared Risk Groups

As mentioned in Section 4.1.3, the hierarchical structure of multi-layer networks
implies SRGs. Besides the structure of a multi-layer network, the effects of an

94



4.4 Analysis of Failure Effects

fiber OMS OCh TDM CE IP
layer

0

10

20

30

40

50

60

70

80

nu
m

.
of

su
b

se
q.

fa
ilu

re
s

(m
in

/a
vg

/m
ax

)

AXL

SEP

ALT

COM

(a) SRG sizes

0 10 20 30 40
number of failed demands

0.0

0.2

0.4

0.6

0.8

1.0

C
D

F

AXL

SEP

ALT

COM

(b) reliability of protection

Figure 4.14: Impact of single-link failures FE0 on the Nobel Germany topology.

SRG, i.e., the number of subsequent failures |F sub
x | caused by a failure Fx ∈ F ,

depend on the specific failure scenario Fx. To that end, we perform an analysis
of two failure scenario types defined in Section 4.1.1 We consider all single-
link failures in the physical layer FE0 as well as all single total-node failures
FV . The basis for our evaluations is a multi-layer network that was designed
upon the Nobel Germany (G17) topology using one of the single-layer resilience
algorithms presented in Section 4.2. For now, we focus on a single protecting
layer and choose GP = {G3} with PP+LD protection variant.

The results for single-link failures are illustrated in Figure 4.14. Figure 4.14a
shows the minimum, average, and maximum number of subsequently failed links
in each layer of the multi-layer network. Noticeably, Carrier Ethernet (CE)
shows no failures as this technology was not used by any of the considered design
algorithm in this study. The fiber layer lists exactly one failure since we consider
single-link failures in the physical layer. The OMS layer also shows exactly one
failure due to the one-to-one relation of fiber and OMS stated in Chapter 2. The
number of subsequent failures is given for SEP, ALT, and COM single-layer
protection in addition to the unprotected case using plain AXL algorithms, cf.
Chapter 3. Counter-intuitively, the size of SRGs with resilience can be larger than
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Figure 4.15: Impact of single total-node failuresFV on the Nobel Germany topol-
ogy.

without resilience as shown for TDM in Figure 4.14a. This increase is due to the
higher number of links being installed in total when providing backup paths.

In Figure 4.14b, the consequences of these SRGs on the survival of de-
mands are illustrated using the same design algorithms. Therefore, we plot the
Cumulative Distribution Functions (CDFs) of demands that failed in spite of
different protection mechanisms due to single-link failures. The results for un-
protected AXL emphasize the importance of resilience in multi-layer networks.
Furthermore, the presented single-layer resilience algorithms prove to success-
fully protect demands from single-link failures, except for ALT which could not
set up backup paths for three demands as shown in Figure 4.7a.

Although most common and important, the consequences of single-link fail-
ures are a lot less drastic than single total-node failures, for which the results
are given in Figure 4.15. The number of subsequent failures is depicted in Fig-
ure 4.15a, which shows that single total-node failures can cause almost five times
more subsequent failures than the single-link failure scenarios. In this figure, the
size of the SRGs even more increases with resilience than in Figure 4.14a and
clearly dominates the unprotected AXL case. The CDFs of failed demands illus-
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Figure 4.16: Impact of single-layer node failures FV∩G in multi-layer resilient
scenarios on the Germany50 topology.

trated in Figure 4.15b make clear that our single-layer protection algorithms are
able to provide a certain level of protection but none of the algorithms is able to
protect against all single total-node failures. Additional constraints for network
design would be needed that explicitly consider such failures.

4.4.2 Dealing with Equipment Failures

Besides the previously considered link failures and the failure of a whole site that
affects all layers, single layer-node equipment failures FV∩G , cf. Section 4.1.1,
are another type of failure scenarios relevant to multi-layer networks. Such single
layer-node failures only affect the node equipment of a single layer, e.g., the
failure of a router in the IP layer. Nevertheless, such failures have immense SRGs.

In the following, we analyze multi-layer resilience as one possibility to miti-
gate the impact of single layer-node failures. We focus on multi-layer resilience
with GP = {2, 3} and the PP+LD protection variant. To allow a better compari-
son, we consider the Germany50 (G50) topology as some single-layer node fail-
ures would affect all links in the Nobel Germany (G17) topology. Due to the
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different requirements and properties, we evaluate the performance of both IML
and DML protection with underlying SEP and COM single-layer protection. The
results of these evaluations are given in Figure 4.16. Figure 4.16a shows the be-
havior of IML protection while Figure 4.16b depicts the results of DML pro-
tection. In all combinations, underlying COM protection leads to less failed de-
mands than SEP protection. In addition, the number of failed demands due to
single layer-node failures on the TDM layer, G3, can be drastically decreased
when using DML protection in favor or IML protection both with underlying
SEP and COM single-layer protection. Although we showed in Section 4.3 that
the requirements of DML protection make it impossible to protect all demands
on the second protecting layer, the combination of DML with COM is able to
nearly protect against all considered failures scenarios in FV∩G3 .

Thus, certain multi-layer resilience strategies proved that mitigating the impact
of single layer-node equipment failures is possible.

4.5 Lessons Learned

The introduction of resiliency constraints in multi-layer network design outlined
the advantage of our heuristic approach. Since the heuristics were built from sev-
eral algorithmic steps, great parts could easily be re-used. Thus, we adhered to
the general design concepts introduced in Chapter 3.

The development of heuristics for the design of resilient multi-layer networks
showed the increased complexity of resilience and the need for further parameter
studies regarding resilience. We explored that resilience can be motivated in sev-
eral ways and introduced three heuristics for the design of resilient multi-layer
networks with a single protecting layer, i.e., single-layer resilience. As expected,
the average path length increased when compared to unprotected scenarios and
the increase can be up to several orders of magnitude for some protection vari-
ants. However, the overall CAPEX does not even double due to synergies in the
transport layers. A general recommendation for any of the heuristics cannot be
given since we found that the heuristics behave differently with certain protec-
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tion variants. Furthermore, the heuristics differ in the number of routed and pro-
tected demands, so that the choice of the heuristic depends on the objective of the
network provider. Besides the performance of the heuristics, the impact of the
choice of the single protecting layer was evaluated. While the results showed that
the protecting layer is rather negligible with regard to the number of routed and
protected demands, it is decisive with regard to CAPEX. An analysis of different
failure types and their resulting SRGs by the number of subsequently failed links
reveal the immense consequences of failures in hierarchical structures that are
inherent to multi-layer networks. Evaluations showed that our single-layer pro-
tection algorithms are able to protect against all considered single-link failures.
However, single total-node failures and their resulting SRGs cannot be fully cov-
ered by these algorithms. Thus, we recommend to consider such failures within
the design algorithm itself to provide adequate protection.

Extending the concepts of single-layer resilience, algorithms for the design
of resilient multi-layer networks with multiple protecting layers, i.e., multi-layer
resilience, were developed in this chapter. Again, the heuristic approach allows
to build these new heuristics on top of the single-layer resilience heuristics. We
evaluated the performance of two multi-layer resilience algorithms with two pro-
tecting layers. We found that multi-layer resilience is hard to realize when strict
disjointness is required in all layers. In addition, the results heavily depend on
the properties of this physical layer. This was worked out by comparing different
physical topologies. The variation of the protecting layers on all possible layer
combinations reveal nearly identical performance with different protecting layers
and outline the difference in cost for combining certain layers. Thus, we rec-
ommend to protect at OCh and SDH/SONET layer with regard to this CAPEX
model. Furthermore, the effectiveness of multi-layer resilience algorithms was
analyzed with single layer-node failures types. The results thereof manifested the
advantages of multi-layer resilience even when strict disjointness in all layers is
not postulated.

Upon the design of multi-layer networks, the provisioning of dynamic traffic
demands is considered in the next chapter.
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Provisioning

Marty. You’re not thinking fourth dimensionally!

“Back to the Future – Part III”, 1990.

In the previous chapters, we studied optimization problems that deal with the
cost-aware construction of multi-layer networks. In this chapter, we consider the
construction to be finished. Thus, equipment can neither be altered nor added and
we enter the next stage of the network life-cycle – the operation – as described in
Section 2.1.2. Network operation runs on top of the layers of a constructed multi-
layer network. Hence, the focus is on the efficient utilization of the deployed
equipment in order to maximize the revenue of the network operator.

In contrast to the previous two chapters, this chapter deals with dynamic, time-
restricted traffic demands in multi-layer networks. Thus, the time domain and
probabilistic uncertainty need to be considered. The provisioning, i.e., the set up
and tear down of dynamic traffic demands including the occupation and free-
ing of resources in a multi-layer network, underlies given time restrictions that
cannot be fulfilled by legacy business processes, like sending a fax to a provider.
Hence, we consider an automated control plane architecture that enables dynamic
provisioning in multi-layer networks.
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5.1 Prerequisites of Dynamic Provisioning

In the following, we introduce a model for dynamic traffic in multi-layer networks
as well as the fundamentals to evaluate and set up automated provisioning for
such traffic demands.

5.1.1 Dynamic Traffic Modeling

In Section 2.3.3, we gave a general notation for a set of dynamic multi-layer
traffic demands Ddyn. As considering dynamic traffic demands is still a fu-
ture scenario, no information on parameters of dynamic traffic is available. The
Survivable Network Design library (SNDlib) project [112] recognized this lack
and released data on time-dependent usage of different network topologies in
May 2011. However, this data currently contains only time-dependent utiliza-
tion of links but no information on contiguous flows of dynamic traffic demands.
Therefore, we rely on an analytic model whose assumptions are based on meas-
urements of real traffic to yield realistic dynamic traffic characteristics.

In Figure 5.1, we illustrate several arrivals, causing an increase in load, and
holding times of dynamic traffic demands, ending up in departures and decreas-
ing load, during a considered time span – the simulation time T . In the following,
we introduce stochastic processes to describe the arrivals, departures, and cor-
responding changes in load by means of random variables. All time-dependent
parameters are given in units of seconds if not explicitly stated otherwise.

Arrival Process

A key property of a dynamic traffic demand is its unforeseen and random point in
time of its arrival. This makes it impossible to take the order of dynamic demands
into account during optimization as done in Section 3.2.3. Arrivals of dynamic
traffic demands can be described by stochastic processes. As stated in [110], it
is eligible for circuit-switched connections in core networks to assume statisti-
cal independence of arrivals of traffic demands. This leads to a Poisson process
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Figure 5.1: Arrivals and departures of dynamic traffic demands as well as the
network load resulting from the corresponding bandwidth requests.

model, which is memoryless, i.e., future arrivals do not depend on past arrivals.
A Poisson arrival process with rate λ (arrivals/second) is based on a Poisson

distribution of the number of arrivals in a given time span. The Poisson arrival
process results in a negative-exponentially distributed inter-arrival time A given
by its Cumulative Distribution Function (CDF), which is

A(t) = 1− e−λt with mean E[A] =
1

λ
. (5.1)

The definition of the arrival rate λ controls the network load. We consider a
population-based traffic model [11], cf. Equation 2.3, wherein the amount of traf-
fic between two sites x, y ∈ V is determined by the ratio of the population π(v)

(v ∈ V) of these two sites to all pairs of sites in the network. In the course of this
work, we always use the population distribution that was used as a basis for the
design of the underlying multi-layer network. To distribute the traffic demands
among the sites, we define the arrival rate λx,y of dynamic traffic demands per
site pair (x, y) ∈ V × V . Thus, we define

λx,y = λ · π(x) · π(y)∑
a,b∈V,a6=b π(a) · π(b)

and λx,x = 0, (5.2)
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where the latter means that there is no traffic from a site x ∈ V to itself. This
is valid, as a superposition of Poisson processes with rate λx,y again results in a
Poisson process with rate λ =

∑
x,y∈V λx,y .

Holding Times

The holding time, also called life time or sojourn time, is the duration, a dynamic
traffic demand stays active in the network, i.e., the time from its arrival to its de-
parture. As we consider dynamic traffic with unforeseen properties, the holding
time also is described by a stochastic process. However, we assume that the av-
erage duration of the demands does not change over time. Thus, the remaining
time of a “conversation” is independent from the amount of elapsed time as was
already shown by A. K. Erlang [122] and is confirmed for core networks in [123].
As with the arrival process, this leads to a negative-exponential distribution of the
holding times H with rate µ given by its CDF, which is

H(t) = 1− e−µt with mean E[H] =
1

µ
. (5.3)

Bandwidth Distribution

In core networks, highly aggregated traffic of many access networks is transmit-
ted using circuit-switching technologies. As described in Chapter 2, the equip-
ment only provides certain bandwidth granularities. Like the authors of [110],
we assume that dynamic traffic in core networks occurs in certain granularities.

Especially, we assume dynamic traffic demands of 1 Gbit/s and 10 Gbit/s for
our studies on core networks as we assume large companies with medium de-
mands and data centers with high demands to be the first profitable customers
for such an automated provisioning. However, the principles and algorithms pre-
sented in this chapter are not limited to such coarse granularities and can be
applied for any bandwidth distribution Bdyn. In this chapter, we focus on homo-
geneous bandwidth distributions and vary only the mean E[Bdyn].
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5.1.2 Evaluation Metrics

During the evaluation of dynamic traffic upon a constructed multi-layer network,
we consider the following metrics.

Average number of active demands: The average number of active demands
a is given by the mean of the random variableL of active demands in the network.
By means of Little’s law this is

a = E[L] = λ · E[H] =
E[H]

E[A]
. (5.4)

Offered load: The (average) offered load ρo is given by the product of the
mean of the random variables L of active demands in the network and the mean
of the random variable Bdyn of bandwidths, i.e.,

ρo = E[L] · E[Bdyn] = λ · E[H] · E[Bdyn]. (5.5)

Blocking probability: The blocking probability pb, which gives the ratio of
blocked demands to the overall number of demands.

pb =
number of blocked demands

|Ddyn| (5.6)

Carried load: The (average) carried load ρc, i.e., the fraction of offered load
ρo that is not blocked and carried by the network, is defined by

ρc = (1− pb) · ρo. (5.7)

5.1.3 Control Plane Architectures

As we deal with dynamic traffic demands and their automated provisioning
during network operation, we require automated control mechanisms that al-
low to access equipment in different layers as well as to reserve and free re-
sources on command. We consider the Generalized Multi-Protocol Label Switch-
ing (GMPLS) and Path Computation Element (PCE) architectures as the basis
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Figure 5.2: Generalized label concept in GMPLS to address multiplexing mech-
anisms in different technologies of a multi-layer network.

for our dynamic provisioning considerations as GMPLS-enabled equipment has
reached a certain market penetration and GMPLS supports access to multiple
technologies. Via GMPLS signaling, the upcoming PCE architecture allows to
utilize the multi-layer concepts of GMPLS and to perform efficient path finding.

GMPLS Architecture

The GMPLS architecture as defined in [24] extends the concept of Multi-Protocol
Label Switching (MPLS) [18] to perform switching decisions for flows based on
a label put in front of an Internet Protocol (IP) packet. In the context of GMPLS,
labels are generalized in order to fit not only to IP packets. Thus, a GMPLS la-
bel can be assigned to a fiber strand in a fiber duct, a wavelength on a fiber or
waveband, as well as a time-slot in a Time Division Multiplex (TDM) technol-
ogy. This is illustrated in Figure 5.2 where the generalization of labels is sup-
ported by GMPLS-enabled equipment. This generalization allows to cover fur-
ther technologies that are based on Packet Switch Capable (PSC), Time Division
Multiplex (TDM) Capable, Lambda Switch Capable (LSC), or Fiber Switch Ca-
pable (FSC) interfaces.

Especially in Optical Transport Networks (OTNs), GMPLS is often used
as a synonym for Automatic Switched Transport Network (ASTN) (or former
Automatically Switched Optical Network (ASON)). However, GMPLS is not a
single protocol but rather a “family of protocols” that comprises the so called
GMPLS stack [55], which consists of three main protocols.

106



5.1 Prerequisites of Dynamic Provisioning
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Figure 5.3: Path signaling using the RSVP protocol with a given path definition.

Management: The Link Management Protocol (LMP) [27] is used to combine
multiple data links into a single Traffic Engineering (TE) link, e.g., for scalability,
and to define out-bound control channels, e.g., for optical links to whom control
data cannot simply be added or sent in-bound together with ordinary data.

Routing: The Open Shortest Path First with Traffic Engineering (OSPF-TE)
routing protocol [23] and its adaption to GMPLS [26] allow to exchange the
TE topology within an OSPF area. Besides others, the conveyed information
includes overall, unused, and maximum reservable bandwidth on links and TE
metric data [23].

Signaling: The Resource ReSerVation Protocol with Traffic Engineering
(RSVP-TE) [19] and its adaption to GMPLS [22] is used to establish connec-
tions. Therefore, RSVP-TE sends reservation messages (PATH) along a desired
path to check for available resources. The request is encoded in Route Record
Objects (RROs) defined in [19], which comprise an Explicit Route Object (ERO)
defining the path that should be reserved. At the destination of the path, a notifi-
cation on the success of the reservation (RESV) is sent back on the same path and
resources are reserved. This principle is illustrated in Figure 5.3. While RSVP-TE
provides a soft-state mechanism to remember reservations, we use the explicit but
optional tear-down of demands to avoid RSVP timing issues.

Given a valid ERO that contains the desired path, the mechanisms provided
by the GMPLS protocol family allow to signal a path across multiple layers [28].
The calculation of such a path, however, is not part of GMPLS itself.
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Figure 5.4: Overview of the PCE architecture illustrating the steps of information
exchange for on-demand path computation.

PCE Architecture

The Path Computation Element (PCE) architecture [30] builds upon an under-
lying GMPLS network. The sole purpose of a PCE is to compute paths through
the network such that Label Switched Paths (LSPs) can be set up by means of
GMPLS signaling. As illustrated in Figure 5.4, a Path Computation Client (PCC)
being accessible to customers of the automated provisioning requests a PCE for
a path that fulfills a set of given requirements. The general requirements for
communication between PCC and PCE are specified in the Path Computation
Element Communication Protocol (PCECP) defined in [31]. A request from the
PCC consists of at least one ERO defined by RSVP-TE and contains, e.g., source,
destination, requested bandwidth, resilience, and other Quality of Service (QoS)
constraints. A specific realization of PCECP is given by the Path Computation
Element Communication Protocol (PCEP) [33].

For the path computation, a PCE needs information on the current utilization
of resources. To that end, the concept of a Traffic Engineering Database (TED)
was already proposed in [23] to perform global TE. The TEDs can be queried by
the PCE. The knowledge gathering of the TED can be done in different ways as
described in [30], e.g., based on the information from OSPF-TE by means of the
GMPLS architecture, cf. Section 5.1.3.

The concept of the PCE architecture is very powerful. It includes communi-
cation between PCEs in different Autonomous Systems (ASes), as illustrated in
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Figure 5.4, and enables multi-domain path set-up [32] as considered in [57, 58].
Of special interest for our studies is the possibility to perform inter-layer TE by
defining adequate requests as proposed in [34]. Furthermore, several capability
levels for PCEs to perform TE and re-optimization exist.

5.1.4 Constrained Path Computation

Path computation for dynamic provisioning takes place on a layer Gi = (V, Ei)
of the multi-layer network G as introduced in Section 2.2.2. The directed links
Ei of layer Gi provide resources that can be utilized for routing dynamic traffic
demands by using the GMPLS architecture. In the following studies, we always
use the IP layer GIP = (V, EIP).

To compute paths on such a topology, a PCE takes information from TEDs
that serve as input and give constraints for the computation of a path. To enable
path computation using such Constrained Shortest Path First (CSPF) algorithms,
we associate a weight w(e) with each link e ∈ Ei that represents the constraints
given by the TED. Thus, we yield a weighted graph (Gi, w) with a weight func-
tion w : Ei 7→ R+ that yields a real-valued, positive weight for each link. A
CSPF computes a minimum-weight path in this weighted graph, i.e., links with
lower weight are preferred. If not explicitly stated otherwise, we use the Dijkstra
shortest-path algorithm [59] for our studies.

The algorithm for the actual path computation inside the PCE is not part of its
specification. Hence, we focus on the development and analysis of efficient PCE
algorithms and strategies in the following sections.

5.2 PCE-Based Dynamic Provisioning

In this section, we consider different parameters of the PCE architecture and eval-
uate their impact on the blocking probability of dynamic traffic demands under
different PCE algorithms, capabilities, and strategies. The studies are performed
on the network layers resulting from multi-layer network construction, discussed
in the previous chapters.
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5.2.1 Network Topologies and Traffic Patterns

Building on the studies on network construction performed in Chapter 3 (design)
and Chapter 4 (resilience), we perform our provisioning studies on the same four
network instances. The load of a network mainly depends on three input param-
eters. The inter-arrival rate A directly affects the average number of active de-
mands a, i.e., the number of concurrent demands in the system, cf. Equation 5.4.
Similar but indirectly, the average holding time E[H] of a traffic demand affects
the average number of active demands a. Finally, the average bandwidth E[Bdyn]

of a traffic demand increases the offered load ρo, cf. Equation 5.5. The impact
of E[Bdyn] depends on the capacity Bstat provided by the underlying network
topology. An increase in any of these parameters also increases the network load.

To be able to compare results for different network topologies, we define a way
to create a common load on different network topologies. To achieve a compara-
ble network load in different network topologies, each dynamic traffic parameter
needs to be selected on the basis of the topology and the static traffic matrix
Dstat for whom the underlying topology was designed. Therefore, we define the
per-topology arrival rate λ by

λ =
∣∣Dstat∣∣ · E[Bstat]

E[Bdyn]
· η
T
, (5.8)

where T is the length of the considered simulation time span in which arrivals
may occur. We use T = 1000 if not explicitly stated otherwise. In this equation,
the scalar η > 0 is used to yield different network loads. The ratio of mean
bandwidths is multiplied to balance the available bandwidth (Bstat) and requested
bandwidth (Bdyn) in a network.

Figure 5.5 shows the results of a study to validate Equation 5.8 and to analyze
the impact of network topologies and traffic patterns. The studies regarding the
blocking probability pb are performed on the IP layer GIP of the four reference
topologies used in Chapter 3, which are created with a homogeneous traffic pat-
tern and E[Bstat] = 10 Gbit/s. The results of this study with η ∈ {1, 2, 4, 8}
and E[Bdyn] = 1 Gbit/s, cf. Figure 5.5a as well as E[Bdyn] = 10 Gbit/s, cf.
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Figure 5.5: Impact of network topologies and traffic characteristics on blocking
probabilities.

Figure 5.5b are shown. Due to the random nature of the dynamic traffic, we per-
formed ten runs per topology and traffic pattern and plotted confidence intervals
at a significance level of 95 %.

The figures show several outcomes. First, the arrival rate definition given in
Equation 5.8 results in a comparable behavior of different network topologies
grouped by the load-control factor η. Small differences between network topolo-
gies are caused by different nodal degrees. Therefore, it seems to be eligible to
present results only for a single network topology in the following studies to eval-
uate PCE algorithms and parameters. We use the Germany50 topology from now
on, cf. Table 3.1. Second, the blocking probability pb rapidly increases with in-
creasing mean holding time E[H]. Assuming that at most ten percent blocking
is acceptable for a network provider, η = 1 is a good choice for small traffic
demands and η < 1 should be used when considering large traffic demands. It
is up to the network provider to perform access control to hold these limits of
η. Further increase of holding times or bandwidths only has a minor impact, as
already many demands are blocked if a certain blocking probability is exceeded.
Third, the confidence intervals of the evaluations typically range within a few
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Figure 5.6: Illustration of mismatches due to synchronization issues.

percent. However, the confidence intervals increase for larger mean bandwidth
and increasing holding times. This is due to the longer lasting effect with in-
creased holding times. The impact of varying traffic demands (η) increases with
their holding time.

5.2.2 Delayed Information Retrieval

Apart from the general availability of information, the timeliness of information
is decisive to make the right and valid decisions in automated provisioning. As
mentioned earlier, a PCE relies on the information it obtains from its Traffic Engi-
neering Database (TED) as declared in [30]. Hereby, the TED typically retrieves
its information from the routing protocol OSPF-TE.

The synchronization between PCE and TED may be disturbed, e.g., by delayed
retrieval of information from OSPF-TE to the TED or by fluctuating transmission
times that delay the TED information perceived by a PCE. Both effects may re-
sult in synchronization issues between the real resource utilization in the network
and the utilization perceived at the PCE. Such synchronization issues are illus-
trated in Figure 5.6, which may comprise delayed occupation, missed occupation,
or missed freeing of resources. While the latter is simply a waste of resources,
delayed and missed occupation may cause the computation of paths that are valid
from the PCE’s point of view but are rejected due to unfulfillable requests for
resources and lead to blocking.
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Figure 5.7: Impact of synchronization offset ∆t with increasing mean holding
time and load factor η = 1.

We analyzed the impact of the TED synchronization offset ∆t on the overall
blocking probability pb with different mean holding times E[H]. For the sake
of simplicity, we assume a constant synchronization offset and performed stud-
ies for ∆t = {0 s, 1 s, 2 s, 4 s, 8 s} on the Germany50 topology. We consider
all reservations to reach their destination regardless of ∆t. Especially, loss of
RESV/PATH messages due to packet loss is not considered. According to the
results in Section 5.2.1, we use η = 1 to keep the blocking probability within
a realistic bound and investigate scenarios for E[Bdyn] = 1 Gbit/s as well as
E[Bdyn] = 10 Gbit/s. The results of these studies are shown in Figure 5.7. The
synchronization offset leads to a rather low increase of pb in general. The lines
for ∆t = 0 s are identical to the ones given in Figure 5.5.

This increase of pb is due to mismatches of perceived and real resource oc-
cupation. For small E[H], i.e., a system with a higher fluctuation of resource
occupation, as shown in Figure 5.7a, the impact of ∆t is more obvious as more
demands occur in the considered simulation time T . With increasing holding
times, the effect of ∆t decreases due to the decreased fluctuation in the network
and the remaining impact gets lost in the overall increasing blocking probability.

113



5 Multi-Layer Network Provisioning

Figure 5.7b shows that the impact of ∆t with high fluctuation drastically in-
creases with higher mean bandwidth requests. Nevertheless, the impact of ∆t

gets lost in the increasing E[H]. In case of larger E[H] in combination with
larger E[Bdyn], also the confidence intervals enlarge such that the impression of
inverted impact of ∆t with larger E[H] in Figure 5.7b is not valid.

5.2.3 Resource Utilization Strategy

A typical approach to reduce the blocking probability is the use of “a priori”
strategies, i.e., acting before we are forced to. Such strategies affect the evalua-
tion of the utilization of available resources and do not require additional knowl-
edge or capabilities from the PCE. As described in Section 5.1.4, such evaluation
of resources can be expressed by a weight function w : Ei 7→ R+. The resulting
weighted graph reflects the utilization strategy by giving lower weights to links
that should be preferred. We introduce three common resource utilization strate-
gies for “a priori” routing optimization that can be used with any shortest path
algorithm within a PCE.

Minimum Hop-Count: The minimum hop-count strategy aims at using as
few resources as possible. To that end, all links are assigned a common, positive
weight, resulting in a weight function wmh(e) = 1 for e ∈ Ei.

Load Balancing: To achieve a homogeneous network utilization and keep an
equal amount of resources available throughout the network, load balancing can
be applied. Load balancing can be realized by taking the current utilization of a
link into account in the weighting function wlb(e) = 1 + rfree(e)/rtotal(e). Note,
that we do not split up demands as done in Equal Cost Multipath (ECMP).

Resource Fragmentation Avoidance: Choosing the shortest path or load bal-
ancing is not always the best strategy. As we do not consider the split up of
bandwidth requests, situations may occur in which small amounts of available
bandwidth are scattered on many links but no demand exceeding this small band-
widths can be routed. This is called external fragmentation in the context of hard
disks. To avoid such fragmentation, we define a weight function wfa that fosters
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Figure 5.8: Comparison of resource utilization strategies with increasing mean
holding time, E[Bdyn] = 1 Gbit/s, and η = 1.

close matches of requests to resources by

wfa(e) = 1 +

rfree(e)− b(d) rfree(e) ≥ b(d),

∞ otherwise,
(5.9)

i.e., the closer the bandwidth request b(d) of a demand d ∈ Ddyn is to the amount
of available capacity rfree(e) on a link e ∈ Ei, the more preferable is link e to
carry demand d. In case a resource is not sufficient for the demand, it is assigned
an infinite weight to exclude it from path finding. However, this is likely to choose
a longer path for a demand.

We analyzed these three strategies in a PCE on the Germany50 network topol-
ogy for η = 1 and E[Bdyn] = 1 Gbit/s. The results are shown in Figure 5.8.
The line representing minimum hop-count is identical to the ones shown in Fig-
ure 5.5a and Figure 5.7a for ∆t = 0 s. The minimum hop-count strategy per-
forms quite well which emphasizes this simple strategy. However, load balancing
outperforms the other two strategies as it is better suited to distribute the small
bandwidth requests and achieves a reduction of up to 5 % in blocking probability
for large mean holding times. Load balancing also helps to avoid single points of
failures and reduces the impact of network failures.
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In our studies, fragmentation avoidance performs worst for two reasons. First,
this strategy prefers longer paths and occupies more resources, which leads to
higher blocking. Second, the performance of fragmentation avoidance must be
seen in relation to the very good performance of the other strategies, which deal
very well with the homogeneous bandwidth distribution used in our studies. A
non-homogeneous bandwidth distribution would outline the situations, in which
this strategy performs better. This is fostered by studies, in which the average
bandwidth request E[Bdyn] comes closer to the capacity provided by the links.
Then, all three strategies perform identically. Hence, the effect of the strategies
can only be seen for request to capacity ratios less than one.

5.3 Re-Optimization

As outlined in the previous section, we analyzed three PCE algorithms using
“a priori” strategies to reduce the overall blocking probability. However, the ca-
pabilities of such “a priori” strategies are limited. To overcome such situations,
we consider the re-optimization concept, proposed in [30], i.e., the re-routing of
already established demands to resolve the blocking state and to minimize the
blocking rate “a posteriori”, i.e., acting on demand.

This leads to a new optimization problem, the PCE re-optimization problem.
To solve this problem, a (minimal) sub-set of established dynamic traffic demands
is to be found such that these demands need to be altered in order to block fewer
demands while not breaking any established demands. This “make before break”
concept is supported by RSVP-TE [19] using the “SENDER_TEMPLATE” object
and enables a seamless transition of established connections.

In this section, we present the different types of PCE architectures as well
as their capabilities. Furthermore, we introduce an efficient algorithm for re-
optimization, which takes a PCE’s capabilities into account, and we analyze the
impact of PCE parameters in combination with this algorithm.
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Figure 5.9: Information available with different PCE architectures.

5.3.1 Distributed and Stateful Path Computation

Up to now, we considered a PCE to be a mere dumb path computing device
that only makes use of information it retrieves from its TED. Whilst this is the
simplest approach, the original specification of the PCE architecture [30] already
proposes additional capabilities to store routing decisions made in the past. Such
a PCE with a memory is denoted as stateful, and the original type is therefore
called stateless. Figure 5.9 illustrates, which information can be accessed by the
two types of PCEs. With the knowledge of this memory, a PCE can take actions
to re-route established demands to release resources required to route a demand
that would get blocked otherwise.

Additionally, the definition of the PCE architecture [30] fosters distributed
path computation approaches, i.e., multiple, communicating PCEs instead of a
single “all-seeing oracle in the sky” [30] for scalability reasons as well as for
administrative domains. Different kinds of distributions with different adminis-
trative domains are possible and as PCEs are distributed, each PCE only might
have local knowledge, i.e., locally established demands, instead of global knowl-
edge, i.e., all established demands. This radically influences the possibilities for
re-optimization at a given PCE. The four commonly considered distributions [60]
are a single, global PCE, one PCE per site, one PCE per layer, and one PCE per
site and layer. These distributions are illustrated in Figure 5.10.
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Figure 5.10: Possible PCE distributions in a multi-layer network.

5.3.2 Stateful Re-Optimization Algorithms

As aforementioned, stateful PCEs store the routing decision of their administra-
tive domain, e.g., local or global. For an algorithmic description, we introduce
the set of dynamic traffic demands M, a PCE stores in its memory. As a PCE
gets information from a TED, we also introduce the term T for a PCE’s TED.

A naive re-optimization approach that finds the optimal re-routing solution is
to try all sub-sets of M, i.e., iterating the full power-set ℘(M). Apparently, it
can easily get very time consuming to check 2|M| sub-sets. Thus, this approach
does not scale well with the number of stored routings. Another strategy is to try
to re-route all single element sub-sets ofM. This has linear complexity but is not
likely to find a solution as multiple demands might need to be involved to resolve
the blocking state.

Therefore, we propose a systematic, efficient, and deterministic algorithm,
MINBW, to resolve the blocking of a dynamic traffic demand d ∈ Ddyn that
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chooses the path for a blocked demand such that the amount of affected demands
is minimal with regard to their cumulated bandwidth. The algorithm is structured
as follows:

1. Compute a path for a demand d ∈ Ddyn on layer Gi, on which the PCE
operates. On success, no re-optimization is required, STOP.

2. If no path was found for d, apply weight function wminbw as defined in
Algorithm 5.1 that prefers links with minimum bandwidth mismatch on
Gi. In this algorithm, realized(T , e) gives the demands realized by
a link e and freeCapacity(T , e) gives the available capacity, both
according to the current information of the TED T .

3. Calculate candidate path p using a CSPF algorithm in the PCE.

4. Identify set of affected demands D′ ⊆ Ddyn using Algorithm 5.2.

5. Tear down all demands in D′.

6. Set up d with path p, now that sufficient resources should exist.

7. If no success for d on path p, restore demands in D′, STOP. This may
happen with ∆t > 0 s.

8. If the set-up of d was successful, try to set up all removed demands in D′

again.

a) Calculate new path p′ for c.

b) If the set-up of c was not successful, tear down d and restore de-
mands in D′, STOP.

c) If the set-up of c was successful, continue.
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Algorithm 5.1: Weight function wminbw.
input : the considered link e ∈ Ei of layer Gi, on which the PCE operates,

the PCE’s TED T , the PCE’s memoryM, the blocked demand
d ∈ Ddyn

output: wminbw

1 sumBw←
∑
c∈realized(T , e)∩M b(c) // all known demands

2 if sumBw + freeCapacity(T , e) < b(d) then
3 return∞ // there is nothing we can do

4 else
5 // prefer links with minimum bandwidth mismatch

6 return 1 + max(0, b(d)− freeCapacity(T , e))

Algorithm 5.2: Demand identification for re-optimization.
input : the proposed path p in layer Gi, on which the PCE operates, the

PCE’s TED T , the PCE’s memoryM, the blocked demand
d ∈ Ddyn

output: The set of affected demands D′ or ∅
1 D′ ← ∅
2 foreach link e ∈ p do // get affected demands per link

3 if freeCapacity(T , e) < b(d) then
4 cs← realized(T , e) ∩M // all known demands

5 if cs 6= ∅ then // select sub-set

6 sort cs = {c1, . . . , c|cs|}, such that b(ci) ≤ b(ci+1)

7 csminbw = {c1, . . . , ck} such that
∑k
i=1 b(ci) ≥ b(d)

8 D′ ← D′ ∪ csminbw

9 else // no success, abort!

10 return ∅

11 return D′
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Quite similar to MINBW would be an algorithm that chooses the candidate path
for d such that the number of affected demands is minimal (MINNUM). However,
the results of both algorithms would be the same in our case as we consider
homogeneous bandwidth distributions in our studies.

5.3.3 Impact of Re-Optimization

In the following, we analyze the impact of the proposed PCE re-optimization
algorithm MINBW and the interaction of PCE parameters with re-optimization.

Blocking Probability

Analogous to Section 5.2.1, we analyze the impact of re-optimization on the re-
sulting blocking probability pb by performing studies on the Germany50 topol-
ogy with load-control factor η = 1 and E[Bdyn] = 1 Gbit/s as well as
E[Bdyn] = 10 Gbit/s. Whilst Section 5.2.1 only covered stateless PCE, cf. Sec-
tion 5.3.1, we also include stateful PCE types in this study with global knowledge
as well as local, per-site distribution of the PCEs.

The results of this study are shown in Figure 5.11. Figure 5.11a impressively
shows the positive impact the MINBW re-optimization algorithm has with small
bandwidths. Both global and local re-optimization achieve an absolute reduction
of the blocking probability by 10 % with large mean holding times. As expected,
the local re-optimization is outperformed by the global re-optimization, which
may re-route any established demand. The results are not as clear for large band-
widths as is shown in Figure 5.11b. While the global re-optimization is still able
to slightly outperform the stateless PCE, the local re-optimization performs worse
than no re-optimization at all. On the one hand, this is caused by the bandwidth
requirements of the demands since a single demand of 10 Gbit/s fills up the capac-
ity of all used links. On the other hand, this negative effect is issued by the local
re-optimization strategy, which comprises that a re-routing decision can block
many upcoming demands that do not start at this PCE/PCC as no other PCE can
re-route this demand with the local strategy.
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Figure 5.11: Comparison of central and distributed PCE architectures with and
without state information.

Synchronization

In Section 5.2.2, we showed that delayed information retrieval from the TED has
a negative impact on the blocking probability in case of stateless PCE path com-
putation. As re-optimization relies on valid occupation data during the calculation
of new paths for the re-routed demands, it is likely that the synchronization offset
∆t has a larger impact in this case. To analyze this impact, we repeat the study
of Section 5.2.2 with global, i.e., the most powerful, information availability and
plot the results of stateless path calculation for comparison.

As shown in Figure 5.12, mismatches due to delayed information retrieval
heavily increase the blocking probability of a stateful PCE. In case of small traffic
demands as shown in Figure 5.12a, the performance of the stateful PCE decreases
to the level of the stateless PCE for ∆t > 0 s as decisions to re-route traffic
are based on expired information and lead to re-routing decisions that cannot be
fulfilled. Again, the results are different and even worse for large traffic demands,
which could have been expected from the results in Figure 5.11b. The increased
size of the confidence intervals in Figure 5.12b results from the impact every
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Figure 5.12: Impact of TED synchronization on PCE re-optimization on the Ger-
many50 topology with load factor η = 1.

single routing decision made by a PCE has with E[Bdyn] = 10 Gbit/s and the
randomness of demand arrivals and consecutive TED mismatches. Thus, PCE
re-optimization heavily suffers from the TED synchronization offset.

Resource Utilization Strategy

In analogy to Section 5.2.3, we study the impact of re-optimization on pb in
combination with different resource utilization strategies. We revisit the studies
performed in Section 5.2.3 on the Germany50 topology with load-control factor
η = 1 and E[Bdyn] = 1 Gbit/s. The results are shown in Figure 5.13 together
with the those of stateless PCEs from Figure 5.8. Again, the MINBW PCE re-
optimization is able to absolutely decrease the blocking probabilities by more
than 10 %. The re-optimization proves to be especially effective for the fragmen-
tation avoidance strategy, which partly sees improvements beyond 20 % but is
still the worst strategy due to the homogeneous bandwidth distribution.

Finally, extra knowledge can be used in re-optimization to achieve better re-
sults in case of blocking. However, the basic requirement for acceptable blocking
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Figure 5.13: Impact of resource utilization strategy on PCE re-optimization.

rates is the match of design and provisioning, regardless of the goodness of the
re-optimization. Thus, we focus on the interrelation of design and provisioning
in the following.

5.4 Interrelation of Design and Provisioning

During the network construction stage, a certain amount of data, specified inDstat,
was assumed to be transferred among a pair of sites/Points of Presence (PoPs) at
a certain layer. Thus, the network has been dimensioned to carry this amount of
data, which should be respected during network operation and which we control,
e.g., by means of Equation 5.8. Otherwise, a mismatch between traffic forecasts
and real traffic either results in waste of Capital Expenditures (CAPEX) due to
over-provisioning or potentially increased blocking of dynamic traffic demands
caused by over-booking. In this section, we consider such mismatches and their
consequences.
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5.4.1 Resilient Provisioning

In Chapter 4, we considered the design of resilient multi-layer networks by de-
ploying resources not only for a primary but also for a backup path of a traffic de-
mand. Next, we consider the introduction of resilient provisioning, i.e., providing
primary and backup paths to dynamic traffic demands. Especially, we consider an
over-booking-like business model to introduce dynamic resilience, i.e., the un-
derlying multi-layer network remains unchanged while more and more dynamic
traffic demands request for resilience. To that end, we introduce the probability
pr with that a dynamic traffic demand requests for dedicated 1+1 path protection,
i.e., a primary and a disjoint backup path is set up and exclusively used for this
dynamic traffic demand. Thus, pr = 0 means no resilience at all as we considered
so far and pr = 1 means all dynamic demands request for resilience. However,
if the resilience request cannot be fulfilled, the demand is completely rejected.

For the computation of the disjoint primary and backup path pair, we use
the Suurballe-Tarjan algorithm [118, 119] as it is intended to work on directed
weighted graphs and re-uses the Dijkstra shortest path algorithm that we already
assumed for our PCE algorithms. However, we generalize the way the algorithm
guarantees disjointness by checking for equity of links not in the IP layer, but
more importantly in the physical layer. Therefore, we assume that the PCE has
knowledge about the physical layer topology as described in [34].

Figure 5.14 shows the results for an extended study on resilience in dynamic
provisioning. We consider three levels of resilience requests, represented by
pr ∈ {0, 0.5, 1}, and we compare two underlying scenarios, a network designed
without resilience and a network designed with resilience, on top of the Ger-
many50 topology, which provides dedicated 1+1 protection for each static traffic
demand in Dstat. In Figure 5.14a, the results for this study with mean bandwidth
E[Bdyn] = 1 Gbit/s are shown. It illustrates that the occurrence of any demand
requesting resilience (pr > 0) tremendously increases the blocking probability.
The increased blocking is mainly caused by rejection of demands for that no
disjoint path pair can be found. The use of an underlying topology, which was
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Figure 5.14: Impact of underlying resilience mechanism on blocking probability
of traffic with increasing resilience ratio pr .

designed for resilient demands, is required to serve dynamic resilience as soon
as pr increases to a certain level. However, an underlying resilient design is not
able to fully compensate the additional requirements of dynamic resilience. This
is due to the way the dynamic traffic demands arriving during provisioning use
the resources for dedicated backup that were installed during design. This usage
can differ from the disjoint path pair that was intended during design and can
especially use longer paths if resources are used by other demands. As in former
studies, we also consider mean bandwidth E[Bdyn] = 10 Gbit/s. The results of
this study are shown in Figure 5.14b. As with former results, the impact of dy-
namic resilience is immanent for small holding times, i.e., high fluctuation, and
gets lost in the increase of pb for higher holding times.

In this section, we focused on the consequences of mismatches of design and
provisioning requests. In the next section, we show how provisioning studies can
give feedback to the design decisions.
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5.4.2 Design Feedback-Loop

In a second study on interrelation of design and provisioning, we want to analyze
a feedback mechanism from operation to construction, i.e., information about ac-
tual utilization during provisioning are fed back to the design stage. We already
postulated such a mechanism [5] and presented a first algorithm using simple
strategies to down-size a network designed for a forecast of static traffic require-
ments (Dstat) to a set of dynamic traffic demands (Ddyn) using a probabilistic IP
routing algorithm [11].

For the current study, we extend the principle of the previous work and trans-
ferred them to the PCE concept while also avoiding the non-determinism. For
this purpose, we introduce a weight function wau that aims at avoiding to use re-
sources that have not been used before. This weight function is defined for a link
e ∈ Ei as

wau(e) =

1 N(e) > 0,

Wmax otherwise,
(5.10)

where N(e) is the number of times link e was used before and Wmax = 1000 is
the penalty for using a link that was not used before. The function N(e) requires
historical knowledge of the demand routings, which can in principle be provided
by a global, stateful PCE.

With this new criterion, we performed a study on the utilization of an IP topol-
ogy that is the result of our network design. We assume this topology to be suited
for a certain amount of dynamic traffic such that no blocking occurs for all con-
sidered holding times. For the Germany50 topology used in this study, this is
reached for η0 = 0.25. We varied the value of η between 0.125 and 8. The re-
sults are shown in Figure 5.15. In this study, the blocking probability pb is not of
interest as the weight function wau itself does not cause additional blocking since
the usage of links is not prevented but simply not preferred.
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5 Multi-Layer Network Provisioning
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Figure 5.15: Evaluation on feedback from the provisioning to the design stage.

Instead, we focus on CAPEX savings shown in Figure 5.15a and the ratio of
links that need to be deployed shown in Figure 5.15b. These two figures indicate
that for values of η lower than the intended design level η0, a huge amount of
links (up to 70 %) and CAPEX (up to 50 %) can be saved. This again shows
that CAPEX does directly correlate with the number of IP links. When the load-
control factor η exceeds the intended level η0, the CAPEX savings as well as the
unused links rapidly decrease to zero.

Furthermore, the weight function wau can be used as a basis for first studies on
energy-aware network operation with temporarily de-activated links, presuming
that adequate equipment exists.

5.5 Lessons Learned

Compared to the design of multi-layer networks, their operation with dynamic
traffic demands posed new optimization problems and objectives. The exploration
of the possibilities of our approach for automated provisioning, which is based
on GMPLS and determines paths via PCEs, showed a notable range in the results
with different parameters.
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5.5 Lessons Learned

For studies on the general impact of the PCE architecture, we developed algo-
rithms and analyzed the impact of different parameters, like network topologies
and traffic patterns, on stateless PCEs and the resulting blocking probability pb.
We found that the impact of load increases with the holding time and is especially
crucial if dynamic demands request bandwidths near to the capacity of the links.
Furthermore, we analyzed delayed retrieval of information from the TED. The re-
sults show the importance of TED synchronization, which is the more important
the higher traffic is fluctuating. Different resource utilization strategies proved to
reduce the impact of load. The proposed minimum hop count and load balanc-
ing strategies always performed best in our studies. However, we found that their
choice depends on traffic and network characteristics.

Following the studies on stateless PCEs, we introduced the stateful PCE con-
cept that allows to perform re-optimization of established demands. We presented
algorithms that use information on established demands to reduce blocking. The
availability of global knowledge, e.g., by information exchange, proved to out-
perform local knowledge, which even could lead to results worse than without
re-optimization. An efficient re-optimization heuristic outlined the impact of re-
optimization, which ranges from 10 to 50 % with different resource utilization
strategies. We also showed that the PCE re-optimization causes an increased de-
pendency on up-to-date TED information. We even found that inappropriate TED
synchronization might lead to worse results than without re-optimization.

Finally, we focused on interrelations of design and provisioning. Our studies
dealt with mismatches in the planned and the actual utilization. We proved that
resilience constraints in operation should always be considered during network
design as otherwise limited degrees of freedom cause severe blocking even with a
rather low ratio of resilience requests. In addition, the possibility to give feedback
of resource utilization to the design process was considered. This proved to be
a feasible way to not only plan networks for a given traffic matrix for future
requirements, but also to allow intermediate steps to be considered. Our results
stated notable CAPEX savings and equipment reduction by the introduction of
such steps. These principles can also be used for energy-aware network operation.
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6 Conclusion

But then again, all good things must come to an end.

“Star Trek – The Next Generation”, episode “All Good Things...”, 1994.

Core networks always have to deal with growing bandwidth requests and in-
creasingly more dynamic traffic as well as with technological evolutions with re-
spect to data rates, energy efficiency, and cost-benefit ratios. Along with a general
cost pressure, this steady change in conditions and possibilities forces network
providers to integrate new technologies that extend and improve their networks.
This evolution of technologies paired with continued support for legacy services
leads to a hierarchy of technologies, the multi-layer networks.

In this monograph, we considered the two main stages in the life cycle of a
multi-layer network: the construction and the provisioning. The variety of avail-
able networking components makes the construction and operation of multi-layer
networks an important and complex optimization problem. We identified the in-
put and optimization parameters and developed efficient heuristics for the design
of resilient multi-layer networks as well as their operation. Thus, we succeeded in
finding general principles for a technology-agnostic optimization of multi-layer
networks and efficient operation that significantly extend existing knowledge.

For the construction of multi-layer networks, most approaches use combina-
torial procedures that neither scale with the problem size nor give rules how the
actual solution was found. Thus, we focused on heuristic approaches that inte-
grate comprehensible rules whose consequences can be evaluated in parameter
studies. We created a component model that is able to map all kinds of current
networking equipment and allows for a mostly technology agnostic network de-
sign, which brings a lot of flexibility not present in existing approaches.
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6 Conclusion

We analyzed the impact of characteristics of our heuristics on the resulting
multi-layer network. It was shown that the order, in which traffic demands are
given for sequential processing, is decisive. Further heuristics were developed
that determine the demand order in advance and decrease the overall Capital
Expenditures (CAPEX) by up to 40 % in the performed studies. Furthermore,
the impact of input parameters was evaluated. We analyzed different multi-layer
architectures and found that those being simple to manage can be far more ex-
pensive in terms of CAPEX than more complex architectures. An analysis of
the resulting distribution of cost on the different layers showed that the cost for
optical switching and enabling of Wavelength Division Multiplex (WDM) is con-
stant and almost negligible if a certain load level is exceeded in the network. If
given the freedom to arbitrarily select amongst all available layers, our algorithms
proved to create networks that outperform all considered candidates.

The construction of resilient multi-layer networks was considered after ex-
ploring the general design principles of unprotected multi-layer networks. In this
step, we focused on the numerous parameters of resilience. In contrast to existing
literature, we considered different as well as multiple layers taking care of the
actual protection and analyzed the impact on the resulting multi-layer networks.

The performance of the introduced heuristics was evaluated with different pro-
tecting layers. For single as well as multiple protecting layers, this choice was
found to be decisive with respect to the resulting CAPEX as well as the ability to
protect a certain scenario. While our single-layer protection algorithms showed
to be able to protect against all considered single-link failures, single total-node
failures cannot be fully covered. Thus, such failures need to be considered within
the design algorithm itself to provide adequate protection. We revealed that effec-
tive multi-layer resilience is hard to realize if special constraints for disjointness
in the physical layer cannot be met. As well, a relation of the properties of the
physical layer and the performance of our algorithms with multi-layer resilience
was worked out. We showed that the algorithm as well as the protection variant
impact the consequences of failures. Thus, algorithms need to be trimmed for
reduction of subsequent failures instead of mere cost optimality.
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In current networks, the set-up of new traffic demands typically goes through
well-defined business processes. These often include legally binding communica-
tion between partners, e.g., by fax, which can take days. Dynamic traffic patterns
with on-demand provisioning of resources are not considered yet and the impact
of such dynamic operation is not sufficiently known. To improve the knowledge
in this field, we considered automated provisioning based on Generalized Multi-
Protocol Label Switching (GMPLS) and Path Computation Elements (PCEs).

We discussed several PCE architectures and introduced algorithms for PCE
path computation, whose definition is not part of the PCE specification. The al-
gorithms reveal the necessity to carefully monitor the network load and to per-
form access control to limit the blocking probability of demands. We discussed
the general concept of PCE re-optimization and provided two realistic implemen-
tations that proved to leverage blocking of demands. We evaluated the impact of
delayed and unreliable information used for path computation and outlined that
its negative impact especially affects scenarios with very short-lived demands
and is especially important when performing re-optimization. Lastly, we inves-
tigated the impact of mismatches of design and provisioning, i.e., under- and
over-booking. While the latter results in blocking, the first can be expressed by
possible CAPEX savings as well as equipment reduction and can also be consid-
ered for energy-aware network operation. We found that the possibility to give
feedback from network operation to construction is able to reduce the cost.

In the course of this monograph, a comprehensive overview of resilient multi-
layer network design and provisioning was given, taking into account new and
extended aspects compared to existing literature. On the basis of this work
and the evaluation software Multi-Layer Network Engineering and Optimiza-
tion (MuLaNEO) [16] developed along with it, further elaborated evaluations can
be realized. Amongst others, shared protection would be a worthwhile extension
of the construction and provisioning. This would open up improved resilience
in case of single failures and reduced resource requirements. In addition, the ac-
ceptance at a lower data rate instead of fully blocking a demand would lead to
trade-offs with regard to a business model reflecting such service downgrades.
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Nomenclature

General:
℘(X) Power-set of a set X , i.e., the set of all sub-sets of X
|X| Cardinality of a set X , i.e., the number of elements in X
σ(X) Standard deviation of a random variable X
E[X] Expected value of a random variable X

Chapter 2:
V Sites of a multi-layer network, also called Points of Presence

(PoPs)
Ei Links at layer Gi with Ei ⊆ V × V \ {(v, v) ∈ V}
Gi i-th layer of a multi-layer network, Gi = (V, Ei), a directed multi-

graph without self-loops
G Set of layers G = {G0, . . . , Gk} comprising a multi-layer network
α(e) Source of a link, α : Ei 7→ V
ω(e) Destination of a link, ω : Ei 7→ V
rtotal(e) Total resources of a link
rfree(e) Available, free resources of a link
Dstat Set of static traffic demands defined in Equation 2.1
Ddyn Set of dynamic traffic demands defined in Equation 2.2
b(d) Bandwidth of a demand
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Nomenclature

Chapter 3:
C CAPEX model C = (C, ζ) with C being the available equipment

and ζ : C 7→ R+
0 associating cost with it

I Set of interfaces defined in C
G(x) Layer of a link or component x
Bstat Set of bandwidth granularities for static demands derived from the

available equipment
ζ(G) Overall cost of a multi-layer network, cf. Equation 3.5
ζ(G) Normalized cost of a multi-layer network, cf. Equation 3.6
nr Number of routed demands
nb Number of blocked demands

Chapter 4:
pA Probability of a service or network element to be operational at one

particular point in time
F Set of all possible failure scenarios
FE0 Set of single-link failures in the fiber layer
FV∩G Set of single layer-node failures in layer G ∈ G
FV Set of single total-node failures
F sub
x Set of subsequent failures caused by Fx ∈ F
GP Sub-set of G providing protection
np,G Number of demands protected by protecting layer G ∈ GP
ζ̂(G) Normalized cost of a resilient multi-layer network, cf. Equation 4.5
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Chapter 5:
a The average number of active demands in the system according to

Little’s law, defined in Equation 5.4
ρo Offered load defined in Equation 5.5
pb Blocking probability, i.e., the ratio of blocked to overall number of

demands in Ddyn, as defined in Equation 5.6
ρc Carried load defined in Equation 5.7
π(v) Population of a site v ∈ V , π : V 7→ N+

T Simulation run time in which dynamic traffic demands arrive
η Load-control factor η > 0

D′ Set of affected demands, used in re-optimization in Section 5.3
A Random variable for inter-arrival times
H Random variable for holding times
Bdyn Set of bandwidth granularities for dynamic demands
L Random variable for the number of active demands
T Traffic Engineering Database (TED)
∆t TED synchronization offset
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Acronyms

ADSL Asymmetric Digital Subscriber Line

ALT Alternating single-layer protection, introduced in Section 4.2

AS Autonomous System

ASON Automatically Switched Optical Network

ASTN Automatic Switched Transport Network

ATM Asynchronous Transfer Mode

AXL Auxiliary Cross Layer algorithm, introduced in Section 3.1.2

BER Bit Error Rate

BRAS Broadband Remote Access Server

CAPEX Capital Expenditures

CDF Cumulative Distribution Function

CE Carrier Ethernet

COM Combined single-layer protection, introduced in Section 4.2

CSPF Constrained Shortest Path First

DCF Dispersion Compensation Filter

DGE Dynamic Gain Equalizer

DML Disjoint Multi-Layer protection, introduced in Section 4.3

DSLAM Digital Subscriber Line Access Multiplexer

ECMP Equal Cost Multipath

EDFA Erbium-Doped Fiber Amplifier

ELT Expected Loss of Traffic

ERO Explicit Route Object, cf. [19]
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Acronyms

FDM Frequency Division Multiplex

FSC Fiber Switch Capable

FTTH Fiber To The Home

GE Gigabit Ethernet

GFP Generic Framing Procedure

GMPLS Generalized Multi-Protocol Label Switching, cf. [24]

ILP Integer Linear Program

IML Identical Multi-Layer protection, introduced in Section 4.3

ION Intelligent Optical Network

IP Internet Protocol

IST Information Society Technologies

LAN Local Area Network

LDP Label Distribution Protocol

LER Label Edge Router

LMP Link Management Protocol, cf. [27]

LP Linear Program

LSC Lambda Switch Capable

LSP Label Switched Path

LSR Label Switching Router

MAN Metropolitan Area Network

MIP Mixed Integer Programming

MPLS Multi-Protocol Label Switching

MTBF Mean Time Between Failures

MTTR Mean Time To Recover

MuLaNEO Multi-Layer Network Engineering and Optimization, cf. [16]

MuLaViTo Multi-Layer Visualization Tool, cf. [14]

NOBEL Next generation Optical networks for Broadband European
Leadership, cf. [35]

OADM Optical Add/Drop Multiplexer
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OCh Optical Channel

ODU Optical channel Data Unit

O-E-O Opto-Electric-Optical

OLA Optical Light Amplifier

OMS Optical Multiplex Section

OPEX Operational Expenditures

OSPF Open Shortest Path First

OSPF-TE Open Shortest Path First with Traffic Engineering, cf. [23]

OTH Optical Transport Hierarchy, cf. [107]

OTN Optical Transport Network

OTV Overlay Transport Virtualization

OXC Optical Cross Connect

PANEL Protection Across NEtwork Layers, cf. [49]

PCC Path Computation Client

PCE Path Computation Element

PCECP Path Computation Element Communication Protocol, cf. [32]

PCEP Path Computation Element Communication Protocol, cf. [33]

PON Passive Optical Network

PoP Point of Presence, also called site

PoS Packet over SONET

PSC Packet Switch Capable

QoS Quality of Service

RML Recursive Multi-Layer protection, introduced in Section 4.3

RRO Route Record Object, cf. [33]

RSVP Resource ReSerVation Protocol, cf. [17]

RSVP-TE Resource ReSerVation Protocol with Traffic Engineering, cf. [19]

RWA Routing and Wavelength Assignment

SDH Synchronous Digital Hierarchy

SDM Space Division Multiplex
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Acronyms

SEP Separate single-layer protection, introduced in Section 4.2

SLA Service Level Agreement

SNDlib Survivable Network Design library

SONET Synchronous Optical NETwork

SPOF Single Point Of Failure

SRG Shared Risk Group

STM Synchronous Transport Module

TCO Total Cost of Ownership

TDM Time Division Multiplex

TE Traffic Engineering

TED Traffic Engineering Database

VNE Virtual Network Embedding

VPLS Virtual Private LAN Service

WAN Wide Area Network

WDM Wavelength Division Multiplex

XML Extensible Markup Language
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